RePORT TO CONGRESS: The Anticyber squatting Consumer Protection Act of 1999,
section 3006 concer ning the abusive registration of domain names.

|. Summary

On November 29, 1999, President Clinton signed into law the Anticybersquatting Consumer
Protection Act (ACPA). Generdly, the ACPA isintended to protect the public from acts of
Internet “ cybersquatting,” aterm used to describe the bad faith, abusive registration of Internet
domain names. Section 3006 of the ACPA directed the Secretary of Commerce, in
consultation with the Patent and Trademark Office and the Federa Election Commission, to
study and recommend to Congress gppropriate “guidelines and procedures for resolving
disputes involving the regidiration or use by a person of adomain name that includes the
personad name of ancther person, in whole or in part, or aname confusingly smilar thereto.”
The Department of Commerce now presents this report for Congress' consideration.

Conggtent with the comments generated by our Federal Register notice and request for
comments, the report makes no new recommendations for guidelines and procedures and
counsdls legiddive redraint a thistime. The Department of Commerce believesthet thereis
insufficient evidence as of this date to suggest that persona name holders lack redress when
their names are abusively registered as Internet domain names. This report aso concludes that
the current work of the World Intellectua Property Organization being undertaken to explore
and make recommendations concerning the bad faith regidiration of persond names will offer
further clarification of these complex issues.

Il. Background

Section 3006 of the Anticybersquatting Consumer Protection Act of 1999 (ACPA, or
“anticybersquatting legidation”) (Senate hill S. 1255, asincorporated into Public

Law 106-113) directs the Secretary of Commerce, in consultation with the Patent and
Trademark Office and the Federa Election Commission, to conduct a study and report to
Congress with recommendations on guiddines and procedures for resolving disputes involving
persona names, the genera subject of section 3002(b) of the ACPA.

The anticybersquatting legidation requested that the Department of Commerce consider and
recommend guidelines and procedures for protecting persona names from:

(1) regigtration by another person as a domain name for the purposes of profiting from
the sde or trandfer of the domain name;

(2) bad faith uses of persona names as domain names by others with maliciousintent to
harm the reputation of the individud or the goodwill associated with the individud's
name; or,



(3) usethat isintended or likely to confuse or deceive the consumer asto the effiliation,
connection, or association of the domain name regidtrant, or the domain name site
with the individud.

In addition, the anticybersquatting legidation requested that the Department of Commerce
consider and recommend guidelines and procedures for protecting the public from the
regidration of domain names that include persond names of government officids, officia
candidates and potentia candidates for Federal, Sate or locd political office, and the use of
such domain names in a manner that disrupts the dectord process or the public's ahility to
access accurate and reliable information regarding such individuas.

The ACPA asked that the Department of Commerce congider not only the existing remedies at
the Federd and State leve, for example, trademark law, unfair competition law, and dilution
law, but aso the guiddines, procedure and policies of the Internet Corporation for Assigned
Names and Numbers (ICANN), and the extent to which these existing remedies address
congressiona concern for the protection of persona names on the Internet.

In order to conduct that study, the Department of Commerce published on February 29, 2000,
a Federal Register Notice and Request for Comments entitled “ Abusive Domain Name
Regidrations Involving Persona Names, Request for Public Comments on Dispute Resolution
Issues Relating to Section 3002(b) of the Anticybersquatting Consumer Protection Act.” That
notice sought comments from interested members of the public on the resolution of Internet
domain name disputes involving persond names. By notice published in the Federal Register
on April 6, 2000, the Department of Commerce extended the period for public comment until
April 21, 2000. Fourteen comments were received.

[11. ProblemsIdentified by Public Comments Received

Severd of the individuas responding to the notice commented on the costs associated with the
unauthorized use of persond names in domain names, especidly in the political context, where
a person seeking the officid or authorized Web ste of apaliticd candidate finds himsdf a a
"gpoof" Ste or another eectronic destination that does not give elther candidate-approved
information or accurate factua information about the candidate. Concern was expressed,
particularly in the public comments submitted on behaf of the Republican Nationd Committee
and the Democratic Nationa Committee, that voters, seeking to educate themsel ves about
candidates, might abandon use of the Internet should it become too difficult or time-consuming
to find aSte that contains correct, rdiable information.

Other comments noted the problems that can arise for individuas or businesses that use a
persond name (such as that of the founder or proprietor) in commerce only to find that the
corresponding domain name has dready been registered by another person. Sometimes, as
one correspondent noted, the business must engage in long, difficult, and expensive legd



proceedings to have the false Web dte shut down. In the meantime, the reputation of the
legitimate business may be sgnificantly damaged.

Each of the 14 public comments may be reviewed at
http.//www.uspto.gov/web/offices/dcom/olia/domal nnamerep.html.

V. Current Problems Addressed By Current Law

In generd, under the U.S. trademark law, persona names require proof of secondary meaning
in order to be registered as trademarks. The Lanham (Trademark) Act of 1946, as amended,
provides that: "No trademark by which the goods of the gpplicant may be distinguished from
the goods of others shal be refused registration on the principa register on account of its
nature unlessit... (€) congsts of or comprises aname, portrait, or sgnature identifying a
particular living individua except by hiswritten consent...”.

5U.S.C. §1052."

Thus, amark that conssts of or comprises (whether conssting solely of, or having
incorporated in the mark) a name, portrait or sgnature that identifies a particular living
individua may only be registered if the mark serves as an indicator of the source of goods or
sarvices rather than as merely descriptive of the goods or services. Persona names under the
Federa trademark law can be andogized to descriptive terms, terms that generaly do not
point to a single source for goods or services and can only be registered and protected as
trademarks when the term(s) acquire secondary meaning.

The mgjority of respondents to our Notice and Request for Public Comment, admittedly a
smdl group of 14, favored no change in current Federd and state laws to dedl with
cybersquatting and counsdled caution before creating any new guidelines or procedures.
These respondents cited the First Amendment guarantee of freedom of expression asone
reason for the Government to proceed cautioudy in the area of persona name cybersguatting.

© Section 2(c) barsthe registration of such marks on the Principal Register and, pursuant to
§23(a), 15 U.S.C. §1091(a), the Supplemental Register.

The purpose in section 2(c) of requiring the consent of aliving individual to the
registration of hisor her name, signature or portrait isto protect rights of privacy and
publicity that living persons have in the designations that identify them. University of
Notre Dame du Lac v. J.C. Gourmet Food Imports Co., Inc., 703 F.2d 1372, 1376; 217
USPQ 505, 509 (Fed. Cir. 1983); Canovas V. Venezia, 220 USPQ 660, 661 (TTAB 1983).

The reference to "name" in section 2(c) is not restricted to the full name of an individual
but refers to any name regardless of whether it isafull name, or a surname or given name,
or even anickname, which identifiesaparticular living individual. Further, although a
mark may have been devised to be fanciful or arbitrary and not to identify a particular
living individual, it nevertheless may name or otherwise identify one or more living
individuals. Whether consent to register isrequired depends upon whether the public
would recognize and understand the mark asidentifying the person.
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One group of comments recommending no action at this time based that opinion on the belief
that the "market” should be alowed to sort out the regidtration of persona names as domain
names. These commentators thought that anyone who was not quick enough to register his
persona name should be required to buy it back from the person who got to the regidtry firdt.
Some respondents stated that any requirement that such domain names be surrendered would
be an uncondtitutiond taking of property without just compensation.

A second group of commentators recommending no new laws or procedures based their view
on the belief that existing laws dready provide enough avenues for the protection of persond
names. Among those respondents, severa cited to trademark and unfair competition law asa
means of protecting persond namesif used for business purposes. Asthe ACPA is presently
written, section 3002(a) provides for relief from persond name cybersquatting if the nameis
protected as atrademark. Others pointed to the libel laws and to state laws of publicity. The
uniform dispute resolution policy of ICANN was aso cited by commentators as a mechanism
for dedling with the abusive regidration of persond names.

One correspondent pointed out that the language of section 3002(b)(1) of the ACPA provides
relief from the misuse of persona names as domain names. That language establishes civil
ligbility when any person registers a domain name that congsts of the name of another living
person, or aname subgtantialy and confusingly smilar thereto, without that person's consent,
with specific intent to profit from such a name by sdling the domain name for financia gain.
However, as the correspondent noted, no cases have been reported under section 3002(b).
Thus, it istoo early to determine how effective this section will be in providing protection for
persona names that are not marks.

Another respondent made the following detailed suggestions for changes to the ACPA: (1)
clarify that its provisons apply to the persond names of paliticians, (2) cdarify tha the fallure to
give adequate and correct contact information in the gpplication for the domain name could
result in transfer of the domain name, (3) provide protection for the names of deceased
celebrities, (4) provide that the fame of the celebrity could be afactor to be consdered in an
action againg a cybersquatter, and (5) provide that where the domain name registrant can
show no actud interest or rights in the celebrity name, there would be a presumption of bad
fath.

I Further, the correspondent noted that section 3002(b) was alate addition to the ACPA
and should not be expanded without further scrutiny.



In the same spirit as this particular public comment, in August 2000, the State of Cdifornia
passed a new law to protect the persona names of “living person[s] and deceased
personditfies]” in the Internet environment. The new Cdifornia unfair busness practices law
makes it “unlawful for a person, with abad faith intent to regigter, traffic in, or use adomain
name of another living person or deceased persondlity....” California Business and Professons
Code, Article 1.6, section 17525 (a) [signed into law August 21, 2000]. The Californialaw
sefs out nineindicators a court may use to determine bad faith under the statute, eight of which
parald the bad faith indicia now established in 15 U.S.C. §1125(d)(1)(A) pursuant to the
anticybersquatting legidation.®

The Cdifornialaw is broader than the protection provided to individua names under ACPA in
two respects. Firdt, under the ACPA, adomain name registrant will incur ligbility for usng an
individud’ s untrademarked name only when the domain nameis “regiser[ed] . . . with the
specific intent to profit from such name by sdlling the domain name for financid gain to that
person or any third person,” whereas the Cdifornia law exposes the domain name registrant to
liability based on the range of bad faith indicators that the Federd law reserves for trademark
cybersquatting. Second, the Californialaw gppliesto the names of “ deceased personalit[ies]”
aswdl asliving persons.

The difference in activities that trigger ligbility for unauthorized use of persond names between
the ACPA and the new Cdifornialaw will, in time, dlow usto observe the effect of these two
different mechanismsin practice. In thisrespect, Cdiforniamay serve asalegidative
“|aboratory” on thisissue* We lack present evidence, however, to suggest that an aggrieved
persona name holder does not have redress under current law.  Under the combination of
section 3002(b) of the ACPA, unfair competition laws, libdl laws, and other causes of action
under state law, individuas who are victims of the bad faith registration of a persond name
appear able to seek effective legal remedies.

The Cdlifornialaw does not include 15 U.S.C. 81125(d)(1)(A)(IX) (* the extent to which the
mark incorporated in the person’s domain name registration is or is not distinctive and
famous within the meaning of subsection (c)(1) of section 43") because the Californialaw
pertainsto individuals' names, not trademarks. Instead, the Californialaw includes afinal
bad faith indicator, distinct from anything in the ACPA, which providesthat a California
court determining “bad faith” will consider “whether the person alleged to be in violation
of thisarticle sought or obtained consent from the rightful owner to register, trafficin, or
use the domain name.” It isnot clear what is meant by “rightful owner” in this provision,
since the law concerns personal names that are not “owned” per se; we assume that the
Californialaw isintended to instruct a court to consider whether the domain name
registration sought or obtained the consent of the individual whose name appearsin the
domain name.

A Courts and commentators have frequently recognized that the States may serve as
“laboratories’ for the development of new social, economic, and legal ideas. See, e.g.,
Chandler v. Florida, 449 U.S. 560, 578 (1981); Reeves, Inc. v. Stake, 447 U.S. 429, 441

(1980); New State Ice Co. v. Liebmann, 285 U.S. 262, 311 (1932) (Brandeis, J.,

dissenting).



V. Congderations Particular to Palitical Candidates and Campaigns

The anticybersquatting legidation specifically requested that the Department of Commerce
congder the problem of unauthorized domain name registration that includes persona names of
government officids or candidates for Federd, Sate, or locd politicd office. The legidation
further asks whether (and to what degree) such domain names disrupt the eectora process or
the public's ability to access accurate and reliable information.

In addressing these issues, many commentators focused on: (a) use of a dedicated second level
domain within the .us country code top-level domain (TLD) for politicians and politica
candidates, and (b) the Federd Election Commission (FEC) as the best possible government
candidate to maintain an authoritative, centraized list of political candidates and campaigns and
their Web stes. But, in aletter of March 21, 2000, from Lawrence M. Noble, the Genera
Counsd of the FEC to Andrew Pincus, then Generd Counsd of the Department of
Commerce, Mr. Noble stated that the Commission would have neither the resourcesto act as
the registry adminigrator for a.us TLD for the purpose of maintaining alist of Web stesfor
candidates and officeholders, nor did it have alegidative mandate to do so.

Even if the FEC were provided with the legidative mandate and financia resources to take on
such atask, other systemic problems would need to be addressed. Firgt, the FEC does not
become involved with a candidate until his or her candidacy reaches acertain stage. Often
candidates are raising funds and running for office long before they must make contact with the
FEC. For example, candidates may launch Web sites before they have “officidly” announced
their campaigns or filed statements of candidacy with the FEC. Y €, any dternative to relying
on the statement of candidacy filing to determine who would be digible to be on the FEC Web
site list would require the creation of a separate and perhaps unwieldy application process at
the Commission.

Even then, questions would remain. For example, what would be the proper way to treat
exploratory committees? Second, athough the FEC could maintain the list of "officid™ Web
Stes, there is no evidence that citizens looking for officid or correct information concerning
candidates would be likely to go to the FEC site without the FEC firgt launching a campaign to
advertise the Web stels avallability. Findly, it isnot clear that the Federd Government should
beinvolved in cregting and maintaining aligt of "officid" politica Web sites when both the
private sector and state governments have dready begun to develop innovative, effective
methods of facilitating public access to political Web sites with unbiased, factua information
about candidates.

On thislast point, public comments suggested that independent Stes and services might serve
as authoritative, centralized ligts of officid candidate Web Stes. The Internet isevolving asa
toal for paliticd communications, and both profit and non-profit entities have developed
sarvices that help fulfill the need for quick guidance to officid candidate Web Sites.



For example, Voter.com maintains an extensve Web ste a http://www.voter.com and hills
itsdf as agenerd politica information porta.”

Further, non-profit organizations like Common Cause (http://www.commoncause.org) and the
League of Women Voters (LWV)(http://mww.lwv.org) maintain multi-faceted Web stes that
could provide an gppropriate forum for such acandidates stelist. Again, as an example of
the potentia for private action in thisarea, the LWV of Cdiforniamaintains aWeb ste cdled
“SmartVoter” (http://www.smartvoter.org) that alows the user to search for a Cdifornia
candidate -- any level from congressiona to school board races -- and be connected to a
LWV fact page on that candidate. It would only be asmall step to link to the candidate' s
officid dte.

These are just afew examples of how the private sector has responded and can be expected
to further respond to citizens need for accurate and efficient information sources about political
candidates, including easy methods of finding their officiad

Web sites and other contact information.

Similarly, many state government secretaries of Sate dready have Web stesthat provide
centralized lists of candidates with contact information about the candidates. For example, the
Cdifornia Secretary of State Site http://www.ss.ca.gov/dections/éections e.htm

offersfull contact information for campaigns, including e-mail addresses (but not Web links); the
Ohio Secretary of State offers mailing addresses

http://www.state.oh.us/sos/2000 candidates guide.htm and the Georgia Secretary of State
http://www.sos.gate.ga.us/e ections/qual 2000.htm offers mailing addresses and telephone
numbers.

Further development of such stesto include candidates Web site information, if not active links
to officid candidate Sites, would be more practica than ade novo effort a the Federd leve. It
isaso arguable that Smilar mechanisms implemented at the locd levd, rather than centrdized at
the Federd level, could be better tailored to meet the candidate information needs of the relevant
community of loca or didrict voters. In short, at this stage in the Internet’ s evolution, there are
too many possible avenues by which effective and efficient communication of officia candidete
Web stes might develop for the Department to determine that a centrdized FEC facility is
needed.

V1. The Procedure and Policies of the Internet Cor poration for Assigned Names and
Numbers

M From the homepage at V oter.com, one can move immediately to a“candidates’ page that
provides a search engine for candidates either by last name and/or state. This search
function takes one quickly to an internal V oter.com page for the candidate that includes e-
mail and official Web site information.
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On June 5, 1998, the Department of Commerce issued a Statement of Policy entitled
Management of Internet Names and Addresses (the "White Paper") setting forth the
Adminigration’s palicy for privatizing management of the domain name sysem in apro-
competitive manner that would also fadilitate global participation.® The White Paper called upon
the private sector to create a new, not-for-profit corporation to assume responsbility, over time,
for the management of certain aspects of the domain name system. The Department ultimately
entered into agreements with ICANN, a non-profit corporation formed by the private sector, to
undertake this trangtion.

As described in the White Paper, the United States sought the assi stance of the World
Intellectual Property Organization (WIPO) to initiate a balanced and transparent international
process to: 1) develop a set of recommendations for an gpproach to resolving trademark/domain
name disputes involving cyberpiracy; 2) develop recommendations for the protection of well-
known marks in the generic TLDs, and 3) evauate the effects of adding new TLDs and related
dispute resolution procedures on domain name and trademark holders. The results of the study
were to be submitted to the board of the new, not-for-profit corporation for consideration.

WIPO undertook athorough process to investigate the complex issues that included convening
an experts committee from around the world, conducting a series of internationa consultations,
and soliciting public comment on theissues. On April 30, 1999, WIPO released its fina report,
entitled The Management of Internet Names and Addresses. Intellectua Property Issues” This
report identified for ICANN arange of considerations and recommendations on questions arising
out of the interface between intellectua property rights and the globa domain name system.

With respect to conflicts arisng from the bad faith registration of trademarks as domain names,
the WIPO report recommended a speedy online adminigtrative system for dispute resolution that
would not limit a party’ s right to seek rdlief in a court of law.?

N The White Paper may be found on the Department of Commerce, National
Telecommunications and Information Administration Web site at
http://www.ntia.doc.gov/ntiahome/domainname/6_5_98dns.htm

m

Thisreport may be found online at http://wipo2.wipo.int/processl/report

% WIPO noted in its April 30, 1999, report that areas requiring further consideration and
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investigation included “the problem of bad faith, abusive domain name registrations that
violate intellectual property rights other than trademarks or service marks, for example,
geographical indications and personality rights.” The Management of Internet Names
and Addresses: Intellectual Property Issues, Executive Summary, “First Steps and
Outstanding Issues,” pp. (Vii)-(viii).



Based on these recommendations and after additional public consultation, ICANN approved
rules and implementing documents for a uniform domain name dispute resolution policy (UDRP)
for the resolution of disputes arising from trademark/domain name conflicts® The UDRPis
designed to be an expeditious, inexpensive process for resolving disputes, with remedies
consgting of transfer or cancellation of the dispouted registration to successful complanants.
Complaints brought under the UDRP are administered by approved dispute resolution service
providers® The proceedings are conducted by administrative panels appointed by the dispute
resolution service providers. UDRP dispute resolution providers have rendered over 1,500
determinations in cases dleging cybersquatting.™

Although the policies and procedures of the UDRP were not devel oped specificaly to address
dlegations of persond name cybersquatting, severd dispute determinations have been rendered
under the UDRP that apply the policy to cases of abusve domain name regigtration involving
personal names, or variations of persona names.*? (For further description of key persona
name decisions rendered under the UDRP, please refer to Appendix A of thisreport). In those
cases, determinaionsin favor of complainants have been rendered where the complainant has
demongtrated trademark-based or other rights in the persona name that, in the judgment of the
administrative pandl, would satisfy the requirement of the UDRP.*®  Such determinations have
resulted in the transfer of the contested domain name, as provided under the UDRP.*  In our
informa study, we were unable to identify any cases where an American complainant whose

1 General information on ICANN’s UDRP, including atime line describing the process
undertaken by ICANN to adopt the policy and rules, islocated at
http://www.icann.org/udrp/udrp.htm

OH Information on UDRP dispute resol ution service providersislocated at
http://www.icann.org/udrp/approved-providers.htm

606 ICANN maintains an active online list of all of these administrative proceedings and the
decisions rendered under the UDRP. Thislist may be found at
http://www.icann.org/udrp/proceedings-list-name.htm

o1 In the online context of memorable domain hames, a cybersquatter may use common
typographical errorsto confuse users about the origin of a product or service that the
cybersquatter is offering. For example, a cybersquatter may purposefully transpose the
lettering of a personal name and then register aresulting domain name that is confusingly
similar to awell-known or trademarked personal name.

6K Administrative decisions held under the UDRP have stated that disputesinvolving
personal names do not require registration of a personal name with a government agency
to be considered under the procedure.

OA We note that while several personal domain nhame cases have been arbitrated under the
ICANN UDRP, issues regarding the appropriateness of employing the UDRP, as currently
written, to resolve such disputes will likely be considered through additional work by
ICANN and WIPO.
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rights were grounded in a persona name brought acivil action in the United States contesting an
adverse decison of aUDRP pandl.

VII. Next Steps

Indeed, disputes arising from use of persona names in the domain name space present a variety
of complicated issues requiring careful review, sudy and congderation. Further, because of the
globa nature of the Internet and the fact that domain name disputes can involve partiesin
different jurisdictions, the Department of Commerce believes that the most effective mechanisms
for resolution of persona name/domain name conflicts will result from a globaly applicable
solution. Recognizing the difficulties associated with the globd protection of persond names, on
June 22, 2000, the United States joined with 19 other countries to request that WIPO undertake
further work to study and devel op recommendations in relation to the bad faith, abusive,
midesding or unfair use of persona names within the domain name system.*

WIPO welcomed the request and affirmed its commitment to promoting areliable environment in
cyberspace.® Thework will take advantage of WIPO's past work on Internet domain names,
and, in particular, WIPO'’ s thorough process of consultation and advisement. The decison by
the United States to commend this study to WIPO ensures that interested stakeholders will be
involved in determining a carefully considered gpproach to persona name/domain name conflicts
that carries with it international momentum. Moreover, the request for work asked that WIPO's
findings and recommendations be submitted to the members of WIPO for consderation by the
Internet community, including ICANN.

WIPO has aready begun its Second Process of consultation with WIPO members and
stakeholders, and plans to cooperate closely with ICANN to consult on and coordinate
developments related to issues addressed in the process, including persona name cybersquatting.
WIPO has issued two Requests for Comment that delineate the scope of issues to be covered in
the study. In its second Request for Comment, WIPO asked commentators to provide
information on, among other subjects, the types and extent of any problems or abusesin the
domain name system related to persond names. WIPO aso asked the public to comment on the
range of persona names needing protection (for example, first and last names, surnames,
nicknames, fictitious (character) names, names of famous persons, names of public officias or
other persons in the public eye, and/or names of living or deceased persons).”’

oM In addition to personal names, WIPO was al so requested to undertake work on other
issuesidentified in their April 30, 1999, report as requiring additional study including
international nonproprietary names (INN) for pharmaceutical substances; names of
international intergovernmental organizations; geographical indications, geographical
terms, or indications of source; and tradenames. See letter of request posted at
http://wipo2.wipo.int/process2/rfc/letter2.html

ON The press release announcing WIPO' sinvestigation of new issues relating to domain
name abuse may be found at http://wipo2.wipo.int/process2/press/235.html

]
[

For general information on the WIPO Second Process and the Request for Comments, see
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The deadline for the comment period on WIPO' s second Request for Comment was December
29, 2000. In conjunction with its public comment activities, WIPO is now conducting regiona
consultations so that interested parties around the world have the opportunity to present their
views on these issues. We bdieve that this process will facilitate the development of important
consensus across jurisdictions regarding the protection of persona name disputes that occur
online, and, accordingly, we look forward to this process to shed light on these complex issues.
We expect that the current WIPO process will result in thoughtful recommendations concerning
the manner in which to address the practice of abusive registration of persona names as Internet
domain names. Thefind report on this processis expected by July 2001.

VI1Il. Concluson

We conclude that the time is not ripe for further Federa legidation to protect persond names
from abusive regidration as domain names. In the political area, we see no need at thistime for
the FEC to intervene to create a centrdized accurate list of officid candidates and potentia
candidates for Federal, ate or local offices. With regard to existing remedies available under
trademark law, unfair competition, and dilution, we observe that aggrieved persond name
holders are digible for protection under these laws. Further, the ACPA provides rdlief from the
misuse of persond names as domain names when any person registers adomain name that
conggts of the name of another person, or a name subgtantialy and confusingly smilar thereto,
without that person's consent, with specific intent to profit from such aname by sdling the
domain name for financid gain. Findly, the Department of Commerce believesthat WIPO's
ongoing process to study and consider issues arising from bad faith registration of persond
names will hold particular vaue in further informing current discussions on these complicated
issues and holds promise to result in the development of globdly functiond recommendations
regarding the resolution of related disputes.

http://wipo2.wipo.int/process2/rfc/index.html  For the full list of personal name questions
posed in the Second Request for Comments, please refer to WIPO2 RFC-2, paragraph 20.
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APPENDIX A

Generdly, under the UDRP, a Complainant will be required to prove the following three
elements (1) that the domain nameisidentical or confusingly smilar to atrademark or service
mark in which the Complainant has rights, (2) that the domain name holder does not have
legitimate interests in the domain name, and (3) that the name was registered and being used in
bad faith."® The domain name holder, or Respondent, must thereafter demonsirate in a response
whether he possesses |egitimate interests in the domain name. This proof of legitimate interest
should include whether: (1) the name used in the domain name is connected to the bona fide
offering of goods or services, (2) the domain name holder is commonly known by the name used
asadoman name; or (3) the domain name holder is making a legitimate noncommercid or afar
use of the domain name without intent to divert consumers or tarnish the trademark at issue.™

Administrative Proceedings Involving Personal Names

In reviewing the following examples of persond name disputes arbitrated within the UDRP, it is
not the Department of Commerce' s purpose to comment on the judgments, but smply to relay
the facts of particular cases to demondtrate trends which may be of usein further study of these
issues®

In severd UDRP decisons, panelists have clarified the requirement that the Complainant prove
that he has demonstrabl e trademark rights. A Complainant must prove, according to these
cases, that he or sheisthe owner of either atrademark or service mark in the persona name by
aregigration of the mark, or in other cases by offering evidence of his or her common law rights
to the persond name.

60 Uniform Domain Name Dispute Resolution Policy, 14(a), available at
http://www.icann.org/udrp/udrp-policy-240ct99.htm
(hereinafter UDRP Poalicy); see also Rulesfor Uniform Domain Name Dispute Resolution
Policy, 13(b)(ix), available at
http://www.icann.org/udrp/udrp-rules-240ct99.htm

oI UDRP Policy, 14(c), see supra note 18.

IH For purposes of thisreport to Congress, we will not analyze casesinvolving celebrity fan
club Web sites of acommercial nature operated by interests not affiliated with the
personal nameitself. See, e.q., Experience Hendrix, L.L.C. v. Denny Hammerton and The
Jimi Hendrix Fan Club (Case No. D2000-0364) (WIPO August 2, 2000, decision)
(prevailing Complainant was a company formed in 1995 by the family of the late Jimi
Hendrix, an internationally known guitarist and musician, and was the owner and
administrator of substantially all rightsrelating to Jimi Hendrix, including rightsin his
music, hame, image, and recordings), Helen Folsade Adu p/k/a Sade v. Quantum
Computer Services Inc. (Case No. D2000-0794) (WIPO September 26, 2000, decision)
(successful Complainant -- aworld-famous singer, songwriter and recording artist -- had
not registered or made an application to register the name “ SADE" as atrademark or
service mark in any jurisdiction).


http://www.icann.org/udrp/udrp-policy-24oct99.htm
http://www.icann.org/udrp/udrp-rules-24oct99.htm

1. Severd UDRP Decisions have Rdied Upon Regidtration of Personad Name as
Trademarksto Find in Favor of the Complainant.

In severa disputes resolved through the UDRRP, it was noted and/or relied upon that the
Complainant possessed a trademark registration for the persona namein dispute. On February
13, 2000, the private company Harrods Limited submitted a Complaint to WIPO Arbitration
and Mediation Center seeking a domain name transfer of <dodialfayed.com>. Harrods Limited
v. Robert Boyd (Case No. D2000-0060) (WIPO March 16, 2000, decision). Harrods, the
owner of a European Community trademark in the words “DODI FAYED,” maintained that the
Respondent in the case had registered the disputed domain name and was offering the domain
name for sdein an effort to capitaize unjustly on the public interest in the late Mr. Emad
Mohamed a-Fayed, who died in the accident that also killed Princess Diana of Wales.

The adminigrative pand in Harrods turned to an examination of the three UDRP factors.
Regarding the trademark rights eement, the pand concluded that the name “Dodid Fayed” was
samply amore forma version of a nickname which would be confusingly smilar to the European
Community trademark. Thissmilarity satisfied the first requirement of the UDRP. The pand
further found that Complainant’s European Community trademark (there was no evidence that
Complainant had pursued atrademark in the United States) demongtrated | egitimate rights that
the Respondent could not claim. The Respondent’ s bad faith use of the mark was implied from
his sales offer which, according to the pane further demonstrated that the Respondent did not
have alegitimate interest in the name. Consequently, the panel decided the proceeding in favor
of Complainant and ordered the domain name transferred.*

16 Other UDRP cases involving personal names for which trademark (or service mark)
protection was previously obtained include CMG Worldwide, Inc. v. Alessandro Bottai
(Case No. FA0004000094661) (National Arbitration Forum May 31, 2000, decision) (domain
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2. Severa UDRP Decisions have Relied Upon “Common Law Rights’ in Persona
Namesto Find in Favor of the Complainant.

Severd UDRP decisons have been in favor of the Complanant regardless of whether he could
demondtrate a prior regigtration of the name as a mark within somejurisdiction. These decisons
have relied upon mostly common law rights with abagsin English or U.S. law, such asaright
againg passing off and acquiring secondary meaning, respectively.

For an example, in May of 2000, Jeanette Winterson v. Mark Hogarth (Case No. D2000-
0235) (WIPO May 22, 2000, decision), decided in favor of this British author stating that she
had “common law rights’ in her name. In dispute were the following domain names:
<jeanettewinterson.com>, <jeanettewinterson.net>, and <jeanettewinterson.org>. The
Respondent had registered not only these names, but aso the domain name
<writerdomains.com> with the declared intention of developing Web stes devoted to over 100
writers of renown. Complainant, a Booker Prize-winning author, could claim no registered or
pending trademarks in her name, but instead asserted that the mark “JEANETTE
WINTERSON" had come to be recognized by the generd public asindicating an association
with her works. Complainant initiated proceedings under the UDRP on March 30, 2000, after
the Respondent telephoned her offering the domain name for sde.

name transfer of <chuckberry.com> to Complainant, an international licensor of celebrity
marks); Yanni Management, Inc. v. Progressive Industries (Case No. FA0006000095063)
(National Arbitration Forum August 2, 2000, decision) (domain name transfer to
Complainant, a famous musician); Madonna Ciccone, p/k/a Madonna v. Dan Parisi and
“Madonna.com” (Case No. D2000-0847) (WIPO October 12, 2000, decision) (domain name
transfer of <madonna.com> to Complainant, an internationally known entertainer, from
Respondent who also held abonafide trademark in Tunisiain the word “MADONNA").
Inthe UDRP decision Calvin Klein, Inc. v. Spanno Industries (Case No.
FA 0007000095283 (WIPO August 21, 2000, decision), the administrative panelists
transferred to Complainant retailer Calvin Klein the domain name <CALVINKLINE.COM>,
Calvin Klein had previously obtained registered marksin both the United Kingdom and
the United States. Respondent Spanno Industries failed to file aresponse to the
Complaint in the case, and the uncontested facts of the case indicated that Spanno was a
bad faith user of the domain name. More particularly, the Respondent registered the
domain name years after the retailer registered its own identifying trademarks, used the
subject domain name to display obscene and terrorist materials, was not commonly known
by the domain name, and was not licensed or otherwise authorized to use the Calvin Klein
mark.



The pandig in the Jeanette Winter son case determined that the “main issue’ to be decided was.
“Isatrademark required to be registered?’ In the course of this decision, the panelist sought
guidance from the WIPO April 30, 1999, Report,? gpplicable common law rights, and
trademark decisions of the English court, primarily decisons on passing off of well-known
persondities, to arrive at the conclusion that Complainant was entitled to have the three
contested domain names transferred to her.?

I

IK

Paragraphs 149-150 belong to that section of the Report entitled “ Guiding Principlesfor
the Design of the Administrative Dispute-Resolution Policy.” Most pertinent is paragraph
149, which reads:

In addition to the perceived limitations of litigation, a number of
commentators have expressed dissatisfaction with current dispute-
resolution policiesin the gTLDs. One of their important deficiencies
results from their reliance on the ability of the parties to produce certain
trademark certificates, without any review of the question of use of the
domain name and alleged infringement. These policies are seen as not
sufficiently allowing for the consideration of all legitimate rights and
interests of the parties (which are not necessarily reflected in a
trademark certificate), opening the door to unjust results, including for
those who are not trademark owners. In light of these difficulties, a
substantial majority of commentators favored the adoption of aform of
administrative dispute-resolution more suited to the proper review and
consideration of therights and interests of all partiesinvolvedina
dispute.

Compare The Management of Internet Names and Addresses: Intellectual Property
I'ssues, at paragraphs 165-168.

a0 00" May 2000, aWIPO administrative panel reached adecision in the celebrity case
of Julia Fiona Robertsv. Russell Boyd (Case No. D2000-0210) (WIPO May 29, 2000,
decision) (in relying upon Jeannette Winter son, the panel concluded that motion picture
actress Julia Roberts had common law trademark rightsin the domain name
<juliaroberts.com>. The domain name was transferred from Respondent, whose relation to
the mark was his fondness for the actress). See also Monty and Pat Roberts, Inc. v. Bill
Keith (Case No. D2000-0299) (WIPO June 9, 2000, decision) and Monty and Pat Roberts,
Inc. v. Bill Keith (Case No. D2000-0300) ( WIPO June 9, 2000, decision) (domain name
transfers of <montyroberts.net> and <montyroberts.org> to well-known Complainant, a
corporation in the business of selling and training horses who had registered and used in
connection with these services the domain name <montyroberts.com>); Daniel Marino,
Jr. v. Video Images Productions, et al.

(Case No. D2000-0598) (WIPO August 2, 2000, decision) (domain name transfer of
<danmarino.com> to Complainant, a seventeen-year professional football player, based on
panel’ sfinding that the name had acquired sufficient secondary meaning to constitute a
valid common law trademark); Mick Jagger v. Denny Hammerton

(Case No. FA0007000095261) (National Arbitration Forum September 11, 2000, decision)
(transferring to Complainant, aworld-famous rock musician, the domain name
<mickjagger.com> based on Complainant’s common law commercial use of the mark for
over 35 years).
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In July 2000, Seven Rattner v. BuyThisDomainName (John Pepin)

(Case No. D2000-0402) (WIPO July 3, 2000, decision) was decided. This UDRP dispute
raised questions about the birth name of an individud, the nickname by which an individud is
known, and the effect of these aternate names to domain name disputes. At issue in the Steven
Rattner case was the domain name <stevenrattner.com>. Steven Lawrence Rattner, a high
profile investment banker and financiad advisor, announced his resignation as deputy chairman of
the financid services firm Lazard Freres on March 1, 2000. Two days later, John Pepin, the
Respondent in the case, registered the disputed domain name. No initid use was made of the
domain name. After arepresentative of the Complainant contacted Respondent Pepin, Pepin
decided to offer the domain name for auction a a separate Web Ste.

Rattner initiated adminigtrative proceedings againgt Pepin on May 9, 2000. Complainant Rattner
clamed no registered trademark or service mark in the name * Steven Rattner,” but instead relied
on a“very strong common law service mark in the United States” in his Complaint. The
Complainant charged Respondent with acquiring the domain name <stevenrattner.com> drictly
for purposes of sdling, renting, or transferring the domain name to the Complainant for profit.?*
The pand in the case rg ected the Respondent’ s arguments, and transferred the domain name to
the Complainant. In the supporting decison, the panel maintained that the Complainant had
legitimate common law rights in connection with the investment banking and corporate advisory
sarvices for which he was well-known. The pand further established that the Complainant’s
rights in the mark were not diminished smply because the Complainant aso answered to
variations of the name Steven Rattner. Although the pand acknowledged the commonadlity of the
name Steven Rattner, the pand found that the Respondent had not satisfactorily proven the
exigence of his aleged same-name friend.

IA The Respondent argued that the actual name of the Complainant was “ Steven Lawrence
Rattner” (adomain name Respondent never sought to register), that the Complainant was
commonly known as “ Steve Rattner” (another domain name Respondent never sought to
register), and that there exists countless individual s named “ Steven Rattner” (including an
alleged friend of the Respondent, in whose interest Respondent claimed to have
registered the disputed domain name).
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