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A. USYSTEM APPLICATION/GENERAL INFORMATION: U 
 

1) Does this system contain any personal information about individuals or 
*personally identifiable information?  If answer is no, please reply via e-
mail to the following e-mail addresses pia@state.gov .  If answer is yes, 
please complete the survey in its entirety. 

  YES _X__ NO___ 
 
 *The following are examples of personally identifiable information: 

• Name of an individual  
• Date and place of birth 
• Address 
• Telephone number 
• Social security, Passport, Driver’s license or other identifying number(s) 
• Education 
• Financial transactions 
• Employment, Medical or Criminal history 
• Finger print, voice print or photograph  
• Any other identifying attribute assigned to the individual 

 
 

2) What is the purpose of the system/application? 
 

The Department’s Office of Medical Services (MED) has initiated a project to 
develop a worldwide Post Capabilities Database (PCD).  The PCD is a robust 
global medical information containing the availability of healthcare providers, 
facilities and services at the various medical posts worldwide.  The PCD is 
capable of providing medical support and logistics information for emergent and 
routine requirements at Department of State posts worldwide.   

 
3) What legal authority authorizes the purchase or development of this 

system/application? 
 
Legal authority to procure a design and develop an electronic record system is 
derived from the Government Paperwork Elimination Act (GPEA), the Paperwork 
Reduction Act (PRA), and the e-Government Act of 2002. 
 

C. UDATA IN THE SYSTEM:U 
 

1) Does a Privacy Act system of records already exist? 
 
 YES ___ NO__X__ 

 
If yes, please provide the following: 



System Name __Medical Records__________________  Number-24____ 
 
If no, a Privacy system of records description will need to be created for this 
data. 

 
2)   What categories of individuals are covered in the system? 
 

PCD contains the names, address, telephone numbers and current assignments of 
all medical providers located in each of the 138 medical posts worldwide.  Each 
medical provider is also identified by their medical specialty, which allows MED 
to arrange for regional emergent care when necessary.   

 
3)   What are the sources of the information in the system? 

 
a. Is the source of the information from the individual or is it taken from 

another source?  If not directly from the individual, then what other 
source? 

 
Information in PCD pertaining to individuals is taken from each individual  

 
b. Why is the information not being obtained directly from the 

individual? 
 

Not applicable. 
 
c. What Federal agencies are providing data for use in the system? 
 

Not applicable. 
 
d. What State and/or local agencies are providing data for use in the 

system? 
 

Not applicable.  
 
e. From what other third party sources will data be collected? 
 

Not applicable. 
 
f. What information will be collected from a State Department employee 

and the public? 
 

All required information collected is from State Department employees.  
As mentioned above, this information includes the medical providers 
name, address, post assignment and medical specialty.   

 
3) Accuracy, Timeliness, and Reliability 
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a. How will data collected from sources other than DOS records be 

verified for accuracy? 
 

The information contained in PCD is collected directly from the source. 
 
b. How will data be checked for completeness? 
 

MED medical professionals use medical professional standards, which 
include quality review to ensure that the information in the system is 
accurate.   

 
c. Is the data current?  What steps or procedures are taken to ensure the 

data is current and not out-of-date?  Name the document (e.g., data 
models). 

 
The data in the system is current as of the last interaction/communication 
with the individual.   

 
d. Are the data elements described in detail and documented?  If yes, 

what is the name of the document? 
 

The data elements are described in detail and documented both in the 
system and in the system requirements document. 

 
D. DATA CHARACTERISTICS: 
 

1) Is the use of the data both relevant and necessary to the purpose for 
which the system is being designed? 

 
Yes. 

 
2) Will the system derive new data or create previously unavailable data 

about an individual through aggregation from the information collected, 
and how will this be maintained and filed? 

 
Yes, the system can derive new data or create previously unavailable data 
about an individual through aggregation via the reporting mechanism.  These 
reports are maintained separately in the system database. 
 

3) Will the new data be placed in the individual’s record? 
 

No. 
 
4) Can the system make determinations about employees/public that would 

not be possible without the new data? 
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No. 

 
5) How will the new data be verified for relevance and accuracy? 
 

Not applicable. 
 
6) If the data is being consolidated, what controls are in place to protect the 

data from unauthorized access or use? 
 

Utilization of all PCD components used by MED and FS personnel are 
dependent upon access control.  Access control authorizes individual module 
specific access rights and valid user authentification.  The PCD login process 
is a two-tiered process.  The login validates a user’s security identifier (user 
name) and access rights/roles permissions within PCD.  Within each PCD 
module, each user has a specific role and permissions that apply to the 
function of that role within the PCD database.  When a user logs on, his or her 
user name and password are checked against the username within the Oracle 
database.  If the user name correlates to one on file, application specific access 
rights are granted to the user.  Users are forced to change passwords every 180 
days by system administrators.  Users are not allowed to manually change 
passwords without the prompting of a system administrator. 

 
7) If processes are being consolidated, are the proper controls remaining in 

place to protect the data and prevent unauthorized access?  Explain. 
 

See above. 
 
8) How will the data be retrieved?   Does a personal identifier retrieve the 

data?  If yes, explain and list the identifiers that will be used to retrieve 
information on the individual. 

 
Data may be retrieved from the PCD using the patient’s name, social security 
number, post assignment and medical specialty. 

 
9) What kinds of reports can be produced on individuals?  What will be the 

use of these reports?  Who will have access to them? 
 

PCD has the capability to deliver multiple types of reports.  The reports will 
be used to examine trends in medical care delivery, trends in regional medical 
care delivery, medical conditions, and health awareness.  Only Department of 
State medical personnel will have access to these reports based on the access 
control guided by their business roles. 

 
E.   MAINTENANCE AND ADMINISTRATIVE CONTROLS:
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1) If the system is operated in more than one site, how will consistent use of 
the system and data be maintained in all sites?  

 
Not applicable. 

 
2) What are the retention periods of data in this system?  
 

No plan currently exists for the retirement of records. 
 
3) What are the procedures for disposition of the data at the end of the 

retention period?  How long will the reports produced be kept?  Where 
are the procedures documented? 

 
Not applicable. 

 
4) Is the system using technologies in ways that the DOS has not previously 

employed (e.g., monitoring software, Smart Cards, Caller-ID)? 
 

No. 
 
5) How does the use of this technology affect public/employee privacy?  
 

Not applicable. 
 
6) Will this system provide the capability to identify, locate, and monitor 

individuals?  If yes, explain.  
 

The system will be able to identify and locate medical personnel with medical 
specialties when a medical emergency occurs in regions across the world.  
The intent of the system is to provide a mechanism for contacting medical 
specialists, instead of relying on MED Washington for providing emergent 
care.   

 
7) What kinds of information are collected as a function of the monitoring of 

individuals?  
 

For monitoring purposes, the only information collected and reported are 
items related to any change in the capability of a medical specialist.   

 
8) What controls will be used to prevent unauthorized monitoring? 

 
Medical professional standards indicate that any unauthorized use and 
monitoring of medical information for reasons other than primary and 
emergent care is unacceptable.  With that said, access to PCD and any 
monitoring is based on the business role of all users given access to the 
system.   
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10)   If the system is being modified, will the Privacy Act system of records 
        notice require amendment or revision?  Explain. 
 

Any changes to the system will not require a revision to the Privacy Act 
system of records notice, since any modifications will be within the same 
scope as the current system. 

 
11)    Are there forms associated with the system?    YES __X__ NO ___ 

If yes, do the forms include Privacy Act statements that include 
required information (e.g. – legal authorities allowing for the collection 
of the information being requested, whether provision of the 
information is mandatory or voluntary, the routine uses of the data, 
with whom the data will be shared, the effects on the individual if the 
data is not provided)? 

 
Each form does contain a Privacy Act statement that includes the required 
information identified by the Privacy Act of 1974, as amended. 

 
F. ACCESS TO DATA: 
 

1) Who will have access to the data in the system (e.g., contractors, users, 
managers, system administrators, developers, other)? 

 
Contract and direct hire medical personnel and system administrators. 

 
2) How is access to the data by a user determined?  Are criteria, procedures, 

controls, and responsibilities regarding access documented? 
 

Access to the system and data are determined by each individual’s business 
need and role.  The access rules have been identified in the PCD User 
Requirements documentation.   

 
3) Will users have access to all data on the system or will the user’s access be 

restricted?  Explain.  
 

User access is determined by user role.  If an individual’s role does not require 
access to the system, they are restricted from accessing the system 

 
4) What controls are in place to prevent the misuse (e.g., unauthorized 

browsing) of data by those having access?  (Please list processes and 
training materials.) 

 
Currently, no auditing (view) functionality exists to determine if users needing 
access based on their role misuse the system and its data.   
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5) Are contractors involved with the design and development of the system 
and will they be involved with the maintenance of the system?  If yes, 
were Privacy Act contract clauses inserted in their contracts and other 
regulatory measures addressed?  Have rules of conduct been established 
and training regarding the handling of such information under the 
Privacy Act of 1974, as amended? 

 
Contractors are involved with the design and development of the system.  
Each contract has Privacy Act clauses inserted, so that the contractors are 
aware of their responsibilities regarding privacy.  Training has been provided 
to all users and non-users of the system (as part of their security training) 
regarding the handling of information covered under the Privacy Act of 1974.    

 
6) Do other systems share data or have access to the data in the system? If 

yes, explain. 
 

There is currently no interface between PCD and another information based 
system. 

 
7) Who will be responsible for protecting the privacy rights of the public 

and employees affected by the interface? 
 

Not applicable. 
 
8) Will other agencies share data or have access to the data in this system 

(Federal, State, Local, Other)? 
 

Yes, the Central Intelligence Agency (CIA), the Defense Intelligence Agency 
(DIA), and select officials at the White House.   

 
9) If so, how will the data be used by the other agency? 

 
No. 

 
10) Who is responsible for assuring proper use of the data? Need an answer 

to this question. 
 
The Office of Medical Services Deputy ISSO is responsible for assuring proper use of the 
data.  
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