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the delegate of the General Counsel, 
formally determined on May 19, 2009, 
pursuant to Section 10(d) of the Federal 
Advisory Committee Act, as amended (5 
U.S.C. app. 2 section (10)(d)), that the 
portion of the meeting concerning trade 
secrets and commercial or financial 
information deemed privileged or 
confidential as described in 5 U.S.C. 
552b(c)(4) and the portion of the 
meeting concerning matters the 
disclosure of which would be likely to 
frustrate significantly implementation of 
an agency action as described in 5 
U.S.C. 552b(c)(9)(B) shall be exempt 
from the provisions relating to public 
meetings found in 5 U.S.C. app. 2 
section 10(a)(1) and 10(a)(3). The 
remaining portions of the meeting will 
be open to the public. 

For more information, call Yvette 
Springer at (202) 482–2813. 

Dated: July 7, 2010. 
Yvette Springer, 
Committee Liaison Officer. 
[FR Doc. 2010–17065 Filed 7–12–10; 8:45 am] 

BILLING CODE 3510–JT–P 

DEPARTMENT OF COMMERCE 

Bureau of Industry and Security 

Sensors and Instrumentation 
Technical Advisory Committee; Notice 
of Partially Closed Meeting 

The Sensors and Instrumentation 
Technical Advisory Committee (SITAC) 
will meet on July 27, 2010, 9:30 a.m., in 
the Herbert C. Hoover Building, Room 
3884, 14th Street between Constitution 
and Pennsylvania Avenues, NW., 
Washington, DC. The Committee 
advises the Office of the Assistant 
Secretary for Export Administration on 
technical questions that affect the level 
of export controls applicable to sensors 
and instrumentation equipment and 
technology. 

Agenda 

Public Session 
1. Welcome and Introductions. 
2. Remarks from the Bureau of 

Industry and Security Management. 
3. Industry Presentations. 
4. New Business. 

Closed Session 
5. Discussion of matters determined to 

be exempt from the provisions relating 
to public meetings found in 5 U.S.C. 
app. 2 §§ 10(a)(1) and 10(a)(3). 

The open session will be accessible 
via teleconference to 20 participants on 
a first come, first serve basis. To join the 
conference, submit inquiries to Ms. 
Yvette Springer at 

Yspringer@bis.doc.gov no later than July 
20, 2010. 

A limited number of seats will be 
available during the public session of 
the meeting. Reservations are not 
accepted. To the extent that time 
permits, members of the public may 
present oral statements to the 
Committee. The public may submit 
written statements at any time before or 
after the meeting. However, to facilitate 
distribution of public presentation 
materials to the Committee members, 
the Committee suggests that the 
materials be forwarded before the 
meeting to Ms. Springer. 

The Assistant Secretary for 
Administration, with the concurrence of 
the General Counsel, formally 
determined on March 11, 2010 pursuant 
to Section 10(d) of the Federal Advisory 
Committee Act, as amended (5 U.S.C. 
app. 2 § 10(d)), that the portion of this 
meeting dealing with pre-decisional 
changes to the Commerce Control List 
and U.S. export control policies shall be 
exempt from the provisions relating to 
public meetings found in 5 U.S.C. app. 
2 §§ 10(a)(1) and 10(a)(3). The remaining 
portions of the meeting will be open to 
the public. 

For more information contact Yvette 
Springer on (202) 482–2813. 

Dated: July 7, 2010. 
Yvette Springer, 
Committee Liaison Officer. 
[FR Doc. 2010–17066 Filed 7–12–10; 8:45 am] 

BILLING CODE 3510–JT–P 

DEPARTMENT OF COMMERCE 

National Institute of Standards and 
Technology 

Announcing a Meeting of the 
Information Security and Privacy 
Advisory Board 

AGENCY: National Institute of Standards 
and Technology. 
ACTION: Notice. 

SUMMARY: The Information Security and 
Privacy Advisory Board (ISPAB) will 
meet Wednesday, August 4, 2010, from 
9 a.m. until 5 p.m. Thursday, August 5, 
2010, from 8:30 a.m. until 5 p.m., and 
Friday, August 6, 2010 from 8 a.m. until 
12:30 p.m. All sessions will be open to 
the public. 
DATES: The meeting will be held on 
Wednesday, August 4, 2010, from 9 a.m. 
until 5 p.m., Thursday, August 5, 2010, 
from 8:30 a.m. until 5 p.m. and Friday, 
August 6, 2010 from 8 a.m. until 12:30 
p.m. 
ADDRESSES: The meeting will take place 
at the Marriott Hotel Washington, 1221 

22nd Street, NW., Washington, District 
of Columbia 20037 on August 4, 5, & 6, 
2010. Please see admittance instructions 
in the SUPPLEMENTARY INFORMATION 
section of this notice. 
FOR FURTHER INFORMATION CONTACT: Mr. 
Matthew Scholl, Information 
Technology Laboratory, National 
Institute of Standards and Technology, 
100 Bureau Drive, Stop 8930, 
Gaithersburg, MD 20899–8930, 
telephone: (301) 975–2941. 
SUPPLEMENTARY INFORMATION: Pursuant 
to the Federal Advisory Committee Act, 
5 U.S.C. App., notice is hereby given 
that the Information Security and 
Privacy Advisory Board (ISPAB) will 
meet Wednesday, August 4, 2010, from 
9 a.m. until 5 p.m., Thursday, August 5, 
2010, from 8:30 a.m. until 5 p.m. and 
Friday, August 6, 2010 from 8 a.m. until 
12:30 p.m. All sessions will be open to 
the public. The ISPAB was established 
by the Computer Security Act of 1987 
(Pub. L. 100–235) and amended by the 
Federal Information Security 
Management Act of 2002 (Pub.L. 107– 
347) to advise the Secretary of 
Commerce and the Director of NIST on 
security and privacy issues pertaining to 
federal computer systems. Details 
regarding the ISPAB’s activities are 
available at http://csrc.nist.gov/groups/ 
SMA/ispab/index.html/. 

The agenda is expected to include the 
following items: 
—Embedded software (biomedical, ICS) 

and associated malware. 
— FISMA Guidance. 
— National Initiative for Cybersecurity 

Education (NICE). 
—Key Priorities next 2–3 years for NIST 

in cyber security. 
— Threat Vector Initiative. 
— Fedramp. 
— Cyber Coordinator Briefing. 
— National Protection and Programs 

Directorate Briefing. 
— Security Roadmap. 
— Initiative 3 Exercise (Einstein). 
— NIST Update. 
— GAO Review. 
— Board Work Plan. 
— OMB Update/Metrics. 
— S-Cap usage and continuous 

monitoring. 
— Authentication and Trust Framework 

Secure Online Transaction (SOT) 
Work. 

— Assurance of Legitimate Government 
Outbound Mail. 

— Commerce Department NOI. 
Note that agenda items may change 

without notice because of possible 
unexpected schedule conflicts of 
presenters. The final agenda will be 
posted on the website indicated above. 

Public Participation: The ISPAB 
agenda will include a period of time, 
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not to exceed thirty minutes, for oral 
comments from the public (Thursday 
August 5, 2010, at 3–3:30 p.m.). Each 
speaker will be limited to five minutes. 
Members of the public who are 
interested in speaking are asked to 
contact the ISPAB Secretariat at the 
telephone number indicated above. The 
board is interested in public comments 
on the agenda as a whole with specific 
interest in the following topics due to 
their impact on security and privacy as 
new technologies, potential areas of 
success for the U.S. Government if 
conducted properly and areas have a 
current significant relevance to the 
Federal Government. 
— Embedded software (biomedical, ICS) 

and associated malware. 
— Authentication and Trust Framework 

Secure Online Transaction (SOT) 
Work. 

— FISMA Guidance. 
— S-Cap usage and continuous 

monitoring. 

In addition, written statements are 
invited and may be submitted to the 
ISPAB at any time. Written statements 
should be directed to the ISPAB 
Secretariat, Information Technology 
Laboratory, 100 Bureau Drive, Stop 
8930, National Institute of Standards 
and Technology, Gaithersburg, MD 
20899–8930. Approximately 15 seats 
will be available for the public and 
media. 

Dated: July 8, 2010. 
David Robinson, 
Chief Financial Officer. 
[FR Doc. 2010–17022 Filed 7–12–10; 8:45 am] 

BILLING CODE 3510–13–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

Federal Advisory Committee; Defense 
Business Board (DBB); Correction 

AGENCY: Department of Defense (DoD). 
ACTION: Meeting notice; correction. 

SUMMARY: On June 21, 2010, the 
Department of Defense (DoD) published 
a notice in the Federal Register (75 FR 
34987), announcing a meeting of the 
Defense Business Board (DBB) on July 
22, 2010, at the Pentagon Conference 
Center, Room B–6. This document 
corrects the June 21 notice by changing 
the meeting location from the Pentagon 
Conference Center, Room B–6, to the 
Pentagon, Room 3D557. The date and 
time that were announced in the June 21 
meeting notice are correct. 

Although the meeting is open to the 
public, an escort is required. Further 

details are provided in the June 21 
meeting notice. 
DATES: The meeting will be held on 
Thursday, July 22, 2010, from 9 a.m. to 
9:45 a.m. 
ADDRESSES: The meeting will be held at 
the Pentagon, Room 3D557, 
Washington, DC (escort required, see 
below). 

FOR FURTHER INFORMATION CONTACT: For 
meeting information please contact Ms. 
Debora Duffy, Defense Business Board, 
1155 Defense Pentagon, Room 5B– 
1088A, Washington, DC 20301–1155, 
Debora.Duffy@osd.mil, (703) 697–2168. 
The Board’s Designated Federal Officer 
(DFO) is Ms. Phyllis Ferguson, Defense 
Business Board, 1155 Defense Pentagon, 
Room 5B–1088A, Washington, DC 
20301–1155, Phyllis.Ferguson@osd.mil, 
(703) 695–7563. 
SUPPLEMENTARY INFORMATION: See the 
June 21, 2010, Federal Register meeting 
notice for information concerning 
public accessibility, the meeting agenda, 
and procedures for providing public 
comments. 

Correction 

In the Federal Register of June 21, 
2010, in FR Doc. 2010–14871, beginning 
on page 34987, make the following 
correction: 

On page 34987, in the third column, 
correct the ADDRESSES caption to read: 
ADDRESSES: The meeting will be held at 
the Pentagon, Room 3D557, 
Washington, DC (escort required, see 
below). 

Dated: July 8, 2010. 
Mitchell S. Bryman, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 
[FR Doc. 2010–17011 Filed 7–12–10; 8:45 am] 

BILLING CODE 5001–06–P 

DEPARTMENT OF DEFENSE 

Office of the Secretary 

[Docket ID: DOD–2010–OS–0102] 

Privacy Act of 1974; System of 
Records 

AGENCY: Defense Logistics Agency; DoD. 
ACTION: Notice to delete a system of 
records. 

SUMMARY: The Defense Logistics Agency 
proposes to delete a system of records 
notice in its existing inventory of 
records systems subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended. 

DATES: This proposed action will be 
effective without further notice on 

August 12, 2010, unless comments are 
received which result in a contrary 
determination. 

ADDRESSES: You may submit comments, 
identified by dock number and title, by 
any of the following methods: 

• Federal Rulemaking Portal: http:// 
www.regulations.gov. Follow the 
instructions for submitting comments. 

• Mail: Federal Docket Management 
System Office, 1160 Defense Pentagon, 
Washington, DC 20301–1160. 

Instructions: All submissions received 
must include the agency name and 
docket number for this Federal Register 
document. The general policy for 
comments and other submissions from 
members of the public is of make these 
submissions available for public 
viewing on the Internet at http:// 
www.regulations.gov as they are 
received without change, including any 
personal identifiers or contact 
information. 

FOR FURTHER INFORMATION CONTACT: Jody 
Sinkler at (703) 767–5045. 

SUPPLEMENTARY INFORMATION: The 
Defense Logistics Agency systems of 
records notices subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended, have been published in the 
Federal Register and are available from 
the Chief Privacy and FOIA Officer, 
Headquarters Defense Logistics Agency, 
ATTN: DGA, 8725 John J. Kingman 
Road, Suite 1644, Fort Belvoir, VA 
22060–6221. 

The Defense Logistics Agency 
proposes to delete a system of records 
notice in its inventory of record systems 
subject to the Privacy Act of 1974 (5 
U.S.C. 552a), as amended. The proposed 
deletion is not within the purview of 
subsection (r) of the Privacy Act of 1974, 
(5 U.S.C. 552a), as amended, which 
requires the submission of a new or 
altered system report. 

Dated: July 8, 2010. 
Mitchell S. Bryman, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense. 

Deletion: 
S600.40. 

SYSTEM NAME: 

Readiness and Accountability Records 
(November 16, 2004; 69 FR 67112). 

REASON FOR DELETION: 

Records formerly maintained under 
S600.40 are now being maintained 
under a DoD-wide Privacy Act system of 
records notice identified as DPR 39 
DoD, entitled ‘‘DoD Personnel 
Accountability and Assessment System’’ 
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