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Introduction 

DLA’s Account Management and Provisioning System (AMPS) has been designed to automate 
the processes involved in the creation and maintenance of user account. This process includes the 
access request, creation and maintenance of the account. The goal of the system is to enhance 
the efficiency of the account request and maintenance processes by minimizing the amount of 
human intervention required. 

AMPS provides 

• Automated account request process 
• Efficient processing of new and departing employees and contractors 
• Enhanced user control of acquired roles 
• User ability to check on the status of existing in-process account requests 
• Enhanced Supervisor capabilities to better manage subordinate application access. 
• An automated approval process resulting in enhanced productivity for Supervisors, Data 

Owners and Security Officers. 
• Centralized access control for Security Officers.  Security Officers can adjust user access 

to coincide with changes in user IT Level. 

About the AMPS User Interface 
As you navigate through the AMPS pages, you will click various radio buttons and checkboxes and you will 
select items from list boxes. In most cases, these choices will cause the current AMPS page to refresh with 
your choices. If you try to proceed to another field in a form before the page has had time to refresh, you will 
see this error message: 

 
Click the OK button in the error message box to close the error message and allow AMPS to 
continue to refresh the page. 
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Launching AMPS for the First Time and Requesting an Account 

AMPS is a web-based application. You can launch AMPS by typing the URL (https://amps.dla.mil) 
into your web browser. NOTE: If a CAC pop-up appears and you receive an error message after 
accepting the CAC certificate, launch the URL again and this time, CANCEL the CAC pop-up. 

 
If you have not yet established a User ID, click this prompt: “First Time in AMPS? Click Here Register” 
to open the AMPS Registration page. 

 
Read and click, OK 
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Select DoD User/Contractor 

 
Select New Account 
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Click the Continue button to indicate that you have read and understood the statement and to 
open the Register a New AMPS Account form. 
AMPS Registration 

 
Fill in all required fields to establish your identity – double check your email address for typos! 
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SUPERVISOR INFORMATION 
AMPS will open the next form in the registration process in which you will identify your Supervisor 
or your designated Collaboration Demand Data Exchange (DDE) POC at your site. 

  
NOTE: Supervisor must be a government employee with a .mil email address. 
Enter the Supervisor’s name or your designated Collaboration Demand Data Exchange (DDE) 
POC at your site, email address, and telephone number and click Continue. **CONTRACTOR 
NOTE: If your supervisor is NOT the same person as your Contracting Officer, enter your 
Contracting Officer’s information here NOT your supervisor. –Double check the email address for 
typos! 
 

If you are a contractor, AMPS will open a form in which you will identify your Contracting Officer. 

CONTRACTING OFFICER INFORMATION 

 
Enter the Contracting Officer’s name, email address, and telephone number and click Continue.  
Double check the email address for typos! 
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AMPS will open the next form in the registration process in which you will identify your Security 
Officer 

SECURITY OFFICER INFORMATION 

 
Enter the Security Officer’s name, email address, and telephone number and click Continue. 

– Double check the email address for typos! 
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AMPS will open the next form in the registration process in which you will create your AMPS 
account password. 

CREATE A P ASSWORD 

 
Enter a password in the Password text box, then enter it again in the Confirm Password text box 
and click the Continue button. 

The password policy contains a large number of rules for password creation. Please read the list 
carefully before attempting to create your password.  If your chosen password is not acceptable, 
you will receive a list of the criteria your password failed to satisfy.  Try again until you have 
created an acceptable password. 

When your password is accepted, AMPS will open a page in which you will answer a series of 
questions. These answers will be recorded and used to authenticate your identity if you should 
forget your password at some point in the future and need assistance from the Help Desk. 
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Answer all the Authentication Questions and click Continue. You will need these answers when it is time 
to extend your access. TIP: they can all be the same answer. AMPS will display a page indicating that the 
registration process is complete. Click on Leave AMPS Registration to end the session. 

 
You will receive an email indicating that your AMPS account has been created and your access 
has been granted. 

NOTE: Your User ID is provided here.  This is the same User ID you will use to log on to the 
Manugistics Collaboration system, after your SAAR is complete and approved.
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Launching AMPS After You Have An Account 

You can launch AMPS by typing the url (https://amps.dla.mil) into your web browser. NOTE: If a 
CAC pop-up appears and you receive an error message after accepting the CAC certificate, 
launch the URL again and this time, CANCEL the CAC pop-up. 

 
Enter your AMPS User ID and Password and click Log In. 
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When AMPS loads, the AMPS home page will be displayed. 

 
From the AMPS home page, you can choose to: 

• Request Role. See page 17. Opens a form that allows you to select a desired level of 
access to applications managed by  

• Remove Role 
Opens a form that allows you to remove a previously assigned role. 

• Update AMPS Profile 
Opens a form that allows you to update your account information. 

• Change Password 
Opens a form that allows you to change your password. 

• Change Answers to Authentication Questions 
Opens a form that allows you to revise your answers to the questions that will be used to 
identify you if you forget your password. 

• View Job Aids 
Opens a form that allows you to view and download AMPS user documentation. 
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Change Password 
If you select Change Password from the AMPS Home Page, AMPS will open a form that allows 
you to revise your password. 

 
Type your new password in the Password field. Type the new password a second time in the 
Confirm Password field.  Click Change Password to record the change. 

AMPS will open a page to indicate the results of the password change. 
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Change Answers to Authentication Questions  
If you select Change Answers to Authentication Questions, AMPS will open a form through 
which you can revise your answers to the questions that will be used to identify you if necessary. 

The original three questions must be answered before adding additional questions.  

Update AMPS Profile 
When you click the Update AMPS Profile link on the AMPS home page, an information page 
outlining the authority, purposes, disclosure requirements, and rules of use regarding the data 
requested from you by AMPS will be displayed.  

 
Click the Cancel button to return to the home page or click the Next button to continue to the 
AMPS End User Form to update your profile information. 
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The AMPS End User Form is used to maintain identification, location, contact, and classification 
information about each user.  Required fields are marked with a red asterisk. Be certain that all 
required fields are filled in. Correct any information that may have changed. 

  
The bottom section of the AMPS End User Form is used to maintain your supervisor, Security 
Officer, and Information Assurance Officer information.  It also shows you what roles you currently 
hold in AMPS or systems managed by AMPS.  
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When the information in the AMPS End User Form is complete and correct, click the Save button 
to save the changes. 

If you want to discard any changes, click the Cancel button. The information will revert to the last 
Saved version and the browser will open the AMPS home page. 

At any time, you can click the Back button to return to the information page. Any changes you 
have made will still be available on the AMPS End User Form, but the changes will not be saved 
until you reopen the form and Save it. 

When you click the Save button, the information will be saved and an Account Changes Made 
form will be display. 

 
Click OK to continue to the home page. 
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Request Role 

In order to access any of the applications managed and provisioned by AMPS, you must apply for 
a role related to the application.  

Requesting a Role 
From the home page, select Request Role 

 
A list of applications will be displayed  
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Select Collaboration, click the Next button. 

 

 
Production will already be selected, click the Next button. 
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Select Customer and after the page refreshes, click the Next button. 
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AMPS will display the roles available to you for the selected Application. 

 
 

 

 

 

 

 

 

 

 

 

 

 

Select either JD-384 (update) or JD-383 (view) depending on if you require View or Update 
access requited, from the list on the left and click the button labeled > to move the role to the list on 
the right. 

If you would like to see the description of the roles, click Show Roles with Descriptions.  Return 
to the original form by clicking Hide Descriptions.   

Select Authorized for the Type of Account Access Requested drop-down list box. 

Select Unclassified from the Data Classification drop-down list box. 
Type a justification of the request in the Justification for Access Comments field, e.g. to Collaborate future 
Supply Plan requirements with DLA. This is a required field. 
Click Next 
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AMPS will open an information page. 

 
This information page lists the authority and rules under which information is collected and the 
uses to which it may be put. 

Click Next to continue with the role application request. 
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AMPS will open a page to collect information pertaining to your identification, work and citizenship 
status, location and contact information. Most of the fields will be filled in for you based on your 
profile.   Check to verify that the information is correct and make any required corrections.   

 
Fill in all the fields that apply to you.  All fields marked with a red star (*) are mandatory. 
User Type select a type from the User Type drop-down list box. Other fields will open depending 
on the User Type you select. If, for example you select Military, you will also have to fill in fields 
for Job Title, Branch and Rank. If you select Contractor, you will have to fill in fields for Job 
Title, Name of Contracting Company, Contract Number and Contract Expiration Date. Be 
sure to fill in all required fields. 
 
IA Training and Awareness Certification Requirements Completion Date 
Click the pop-up calendar next to this field and select the date you completed your Information 
Assurance (IA) Training.  Note: Selecting a future date or a date more than two years in the past 
will result in an error message being displayed. 
 
Click Next to continue. 
 
 
 
 
 
 
 
 
 

Note: The Social Security Number 
information is encrypted and will only be 
seen by the Security Officer who will 
compare it with information on file. 

NOTE: Contractors may take the Information Assurance 
(IA) training at this link:  
http://iase.disa.mil/eta/iaav9/iaa_v9/index.htm 
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Optional Information  
 
Type your DoDAAC in the Optional Information form 

 
After typing the information Click Next to continue. 
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AMPS will then open a page to collect information about your Supervisor or your designated 
Collaboration Demand Data Exchange (DDE) POC at your site. This information will already be 
populated based on the information you provided in your profile and make any required 
corrections.  

 
NOTE: Supervisor must be a government employee with a .mil email address…. Validate that 
ALL fields are filled in correctly and click Next to continue. **CONTRACTOR NOTE: If your 
supervisor is NOT the same person as your Contracting Officer, enter your Contracting Officer’s 
information here NOT your supervisor. –NOTE: It is imperative that the email address is keyed 
in correct to assure the form is routed properly to your supervisor or your designated 
Collaboration Demand Data Exchange (DDE) POC at your site. 
If you are a contractor, AMPS will open a page to collect information about your Contracting 
Officer. This information will already be populated based on the information you provided in your 
profile. 

 
Validate that ALL fields are filled in correctly and click Next to continue. NOTE: It is imperative 
that the email address is keyed in correct to provide accurate contact information.   
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AMPS will open a page to collect information about your Security Officer. This information will 
already be populated based on the information you provided in your profile. 

 
Validate that ALL fields are filled in correctly and click Next to continue. NOTE: It is imperative 
that the email address is keyed in correct to assure the form is routed properly to your 
Security Officer.  
AMPS will open a page to collect information about your Information Assurance Officer. This 
information is not mandatory and the IAO is usually your Security Officer.  It will already be 
populated based on the information you provided in your profile. 

 
Validate that ALL fields are filled in correctly and click Next to continue. 
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AMPS will open a page to display the Terms and Conditions and Non-Disclosure Agreement. 

 
Read the User Acceptance Statement and the Nondisclosure Statement and click the associated 
checkboxes to indicate that you agree to the Terms and Conditions whereby the information about 
you is collected and that you are satisfied with the protection provided by the Non-Disclosure 
Agreement. 

Click Next to continue. 
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ERROR MESSAGES 
Error messages will display in red if there is any missing information in your request. To eliminate 
the error messages, use the Back buttons to go back to the screens where the information was 
omitted. Once you have filled in all of the missing information continue with your request. 

In this example, the Justification for Access/Comments field and the Social Security Number 
fields were left blank. 

 
Click the Next button to submit the completed request which will open the Inbox Item Edit page. 
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The Inbox Item Edit page lists the SAAR number of your request, the name of the application, and 
the role for which you have applied. 

 
Click Submit to transmit the finished request. This will start the review process and return you to 
the AMPS Home Page.   

NOTE: If you do not click Submit, your SAAR will not be forwarded for review. 
To facilitate the processing of your request, notify your supervisor/contracting officer and 
security officer that the AMPS email notifications described below have been forwarded to 
them for action and it may be marked as junk mail. 
At every step of the review process AMPS will send you an email describing your request and its 
progress.  Below is an example of the email you will receive when you initially submit your request. 
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AMPS will also send an email notification to the supervisor or your designated Collaboration 
Demand Data Exchange (DDE) POC at your site, as he is the first reviewer/approver. 

NOTE: To facilitate the processing of your request, notify your supervisor/contracting 
officer that the AMPS email notification has been forwarded to them for action and it may be 
marked as junk mail. 

  
AMPS will send you emails at each step of the process.  Whenever a request is approved, denied 
or awaiting an approval you will receive an email.  The email below is indicating the status of the 
request is pending a supervisory approval. 
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Supervisor Approval 
The supervisor or your designated Collaboration Demand Data Exchange (DDE) POC at your site 
will launch AMPS by clicking the link in the email. 

 
 

This will open the page below with a list of pending AMPS approvals for the Supervisor or your 
designated Collaboration Demand Data Exchange (DDE) POC at your site. 

 
The supervisor or your designated Collaboration Demand Data Exchange (DDE) POC at your site 
can then click the Request Access link to open the supervisor’s Application Access Approval 
form. 
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Supervisor’s Application Access Approval form 

This form informs the supervisor or your designated Collaboration Demand Data Exchange (DDE) 
POC at your site of the user’s request for access, including the Application and requested role. The 
requestor’s personal information is listed as well. 
 

 

 
 

The Supervisor or your designated Collaboration Demand Data Exchange (DDE) POC at your site 
can select to approve or deny the request 
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If the supervisor or your designated Collaboration Demand Data Exchange (DDE) POC at your site 
chooses to Approve, the form will be redrawn with new fields. 

The supervisor or your designated Collaboration Demand Data Exchange (DDE) POC at your site 
may accept the default Start and End dates or choose to change them by clicking the calendar 
icons to open calendar applets from which dates can be selected. 

 
The supervisor must indicate agreement with the DLA Policy Disclaimer by checking the checkbox. 

 
AMPS will send another email indicating the status of the request and any pending approval 
requirements. In this case, the requestor is notified that Security Officer Approval is pending. 

 
After the supervisor or your designated Collaboration Demand Data Exchange (DDE) POC at your 
site has approved a request, an email will be sent to the security officer indicating that a request is 
pending.  NOTE: To facilitate the processing of your request, notify your security officer that the 
AMPS email notification has been forwarded to them for action. 
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Security Officer’s approval 
The security officer can click the link in the email to open a list of pending approvals in AMPS. 

 
The security officer can then click the Request Access link to open the security officer’s 
Application Access Approval form. 
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SECURITY OFFICER’S APPLICATION ACCESS APPROVAL FORM  
This form informs the Security Officer of the user’s request for access, including the Application 
and requested role. The requestor’s personal information is listed as well. 
 

 

 
The Security Officer must fill in the fields for: 

• Type of Investigation 
• Date of Investigation 
• Clearance Level 
• Requestor IT Level Designation 
• Security Officer Decision 

The Security Officer can select to approve or deny the request.  

Click Complete. AMPS will close the form and email the results to the proper recipient.  
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After the security officer has approved a request, an email may (depending on the selected 
application) be sent to the DLA data owner indicating that a request is pending. 
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Data Owner’s Approval 
The DLA data owner can click the link in the email to open AMPS and click the View Inbox link to 
open a list of pending approvals. 

 
The DLA data owner can then click the Request Access link to open the DLA Data Owner’s 
Application Access Approval form. 
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DATA OWNER’S APPLICATION ACCESS APPROVAL FORM  
This form informs the DLA data owner of the user’s request for access, including the Application 
and requested role. The requestor’s personal information is listed as well. 

 

 
The DLA Data Owner must determine if it is appropriate for the requester to be granted the role based on 
their knowledge of the role and the information provided by the requestor.  They then select a decision from 
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the DLA Data Owner Decision drop-down list box and may, optionally, enter comments in the Comments 
text box or Optional Information text box. 
Click Complete to save the information and close the form. 

Information Assurance Officer’s Approval 
INFORMATION ASSURANCE OFFICER’S APPLICATION APPROVAL FORM 
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The IAO is shown the requestor’s Internal IAO. The Information Assurance Officer ensures the IA Training 
has been completed and selects a decision from the Information Assurance Officer Decision drop-down 
list box and may, optionally, enter comments in the Comments text box. The IAO also has the ability to edit 
the IA Training and Awareness Certification Date. 
Click Complete to save the information and close the form.
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Approval Complete 
Once all required approvals have been granted, AMPS will send an email to notify the requestor 
that the role has been approved.  
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Remove Role 

You can request removal of a job role from your account by selecting Remove Role from the 
AMPS home page.  

 
Click the Remove Role link to open the Remove Job Role form. 
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Select a role from the list of job roles. 
 

 
 
Type in a justification for removal in the text box provided. 

 
Click the Continue button 
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AMPS will ask you to confirm the request 

 
Click the Back button to go back and revise the previous form. 

or 
Click the Cancel button to cancel the request. 

or 

Click the Submit button to submit the request 

If you choose to submit the request, AMPS will display the Remove Job Role Submitted form 
which will give you the SAAR number of the request. 
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Supervisor Approval of Role Removal Request 
AMPS will then notify your supervisor or your designated Collaboration Demand Data Exchange 
(DDE) POC at your site of your request. 

 
 
The supervisor or your designated Collaboration Demand Data Exchange (DDE) POC at your site 
can click the link in the notification email to open AMPS and click the View Inbox link on the home 
page to view the list of open items from which the SAAR number can be selected. 

AMPS will then open a DLA Application Removal Approval form 
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The supervisor can then select approved or denied from the Supervisor Decision list box. 

 
The supervisor must then check the checkbox labeled I agree to indicate acceptance of the DLA 
Policy Disclaimer and click the Complete button to complete the transaction. 
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View Job Aids 

This link will open a list of user documents in Adobe Acrobat (pdf) format. 
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AMPS Expiry Process 

When you request a job role, a default expiration date is set which the supervisor can change.  At 
the completion of the request process (when the role is approved and added), your User ID, the 
job role requested and the expiration date are added to an expiry record.  This record is tracked 
by AMPS so that 30 days prior to expiration, an expiry task is begun which assigns a SAAR# and 
sends you a notification email.  You should follow the instructions in the email to log into AMPS: 
 

Example AMPS Expiry email 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

From: amps_user@dla.mil [mailto:amps_user@dla.mil]  
Sent: Friday, March 20, 2009 10:54 AM 
To: Barr, Gregg B (Contractor) (J6R) 
Subject: DEV: Role Expiring for JOY HOLIDAY 
Importance: Low 
 
This message is provided by The DLA Account Management and Provisioning System (AMPS).  
 
The following application role is expiring or requires revalidation within the next 30 days.   
Please follow the steps below to extend or expire this role:  
 
- Role Detail -  
 
User:  
JOY HOLIDAY  
 
Request Type:  
SAAR #2257 - Job Role Extension Request for JOY HOLIDAY (EJH00001)(DLA-P)(PDMI)  
 
Application:  
PDMI  
 
Role:  
BSM Prod External - ESA Engineer with Edit 339, Edit ECD, Binder Clip JD-703  
 
Expiration Date: 
Sun Apr 19 00:00:00 EDT 2009  
 
Notification Date: 
Fri Mar 20 10:54:03 EDT 2009  
 
Recommended Resolution:  
 
(1) Please click this link to log onto AMPS: 
https://dened010.edc.ad.dla.mil/idm/user/workItemListExt.jsp?email=poddude@comcast.net 
<https://dened010.edc.ad.dla.mil/idm/user/workItemListExt.jsp?email=poddude@comcast.net>   
 
(2) Click "View Inbox" 
 
(3) Click on the "...Job Role Extension Request for EJH00001..." 
 
(4) Select to Extend or Expire the role and complete process. 
 
*** If you fail to take action, your role will automatically expire and you will lose access 
to the DLA system! ***  
________________________________ 
 
This message is provided by AMPS for notification only. Please do not respond to this message.  
If you have any questions regarding this notification, please contact the help desk.    

mailto:amps_user@dla.mil�
https://dened010.edc.ad.dla.mil/idm/user/workItemListExt.jsp?email=poddude@comcast.net�
https://dened010.edc.ad.dla.mil/idm/user/workItemListExt.jsp?email=poddude@comcast.net�
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Extend or Expire a Role 
The Expiry task waits in your AMPS Inbox for your response. 

 
You are given the option to either Expire the role or Extend it: 
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If you choose to expire the role, the role access is removed either directly or through a Remedy 
request: 

 
If you choose to extend, you are given the opportunity to change the Type and Classification of the 
access required as well as the Justification for the role. 

 
Leave as Authorized and Unclassified and Click Next to continue. 

The disclosure statement will be displayed: 
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Click Next to continue. 
AMPS will move on to the Application Access Request form-User Information page for you to 
complete any missing required information. 

 
Click Next to continue. 
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Enter any Optional information 

 
Click Next to continue. 

 
Ensure that your Supervisor’s information is correct. 

Click Next to continue. 
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Ensure that the Contracting Officer information is correct. 

Click Next to continue. 

  
Ensure that the Security Officer information is correct. 

Click Next to continue. 
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Ensure that the Information Assurance Officer information is correct. 

Click Next to continue. 
The acceptance statement will be displayed: 

 
Check the checkbox labeled I agree. 

Click Next to display the final submit screen:. 
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Click the Submit button to send your request to Extend or Expire the role. 
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The expiry process then follows the Access Request Process (see table of contents to locate 
screen shots): 
A notification email is sent to your Supervisor to log into AMPS and approve the request; upon approval, it 
then goes to the Security Officer, etc. using the standard AMPS email templates. 

Note:  On a regular request, you do not have the role to begin with, so any denials by the approvers 
simply results in you not getting the role.  On an Expiry Extension request, you already have the role, 
so any denials in the approval process results in you losing the role and access to the system 
task related to it.  You would then have to re-request the role using the regular request process to 
regain access. 

Other email Notifications Unique to Expiries: 
1. AMPS sends an email every five days for 30 days to warn you of the impending expiration.  

If, after 30 days, you have not responded to the emails, AMPS will expire the role access 
and send an email notification like this: 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

From:  <amps_user@dla.mil> 
Date: Mon, Oct 6, 2008 at 1:03 AM 
Subject: TEST:  Role(s) Expired for Joy Holiday 
To: Holiday, Joy S (Contractor) (J6R) 
 
This message is provided by The DLA Account Management and Provisioning 
System (AMPS).  
The Following Application Roles have Expired!  

Notifications sent for the last 30 days received no response:  

- Role Detail -  

User:  

Joy Holiday 
Request Type:  

SAAR #50401 - Job Role Extension Request for Joy Holiday (EJH00001)(DLA-
P)(BSM) 

Application:  

BSM 
Role(s):  

BPC Support Staff - LMCO Employees Only--JD-139 

Date of Expiration: 

Sun Oct 05 00:00:00 EDT 2008 

Notification Date: 
Mon Oct 06 00:00:00 EDT 2008 

Recommended Resolution:  

If you still need this role for EJH00001, please visit 
https://denet010.edc.ad.dla.mil to request the role again.  

_______________________________ 
 
This message is provided by AMPS for notification only. Please do not 
respond to this message.  If you have any questions regarding this 
notification, please contact the help desk.   
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2. If an exception occurs somewhere in the expiry process, this email is sent to you: 
 

 

 

From:  <amps_user@dla.mil> 
Date: Thu Sep 11 10:03:45 EDT 2008 
Subject: TEST:  An error has occurred while processing the request 
To: Holiday, Joy S (Contractor) (J6R) 
 
 
This message is provided by The DLA Account Management and Provisioning 
System (AMPS).  
 
Your request completed with the following exception: *** Error getting Role 
Application! (AMPS Task: EXPIRY ROLE EXTENSION PROCESS:Workflow Setup)  
 
Request Detail  
 
Request Number (SAAR)  -91669   
Requestor  EJH00001  
Request Type  Expiry Role Extension Process   
Date Submitted  09/05/2008 10:02:29 EDT   
Date of Final Transaction  Thu Sep 11 10:02:35 EDT 2008   
Requested Application  BSM  
Requested Roles  BSM Prod External - ESA Engineer with Edit 339   
Recommended Resolution  Contact the Help Desk   
 
________________________________ 
 
This message is provided by AMPS for notification only. Please do not 
respond to this message.  If you have any questions regarding this 
notification, please contact the help desk.    
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Expiry Records Search Tool: 
(User must have the “BSM_Security_Reviewer” Admin Role to see this menu) 
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• Report Start Date and End Date fields are required. 
• Select dates from which to start and end the report. 
• Keep in mind that the search is done on the expiry map dates that are set to notify the user typically 

one month prior to the expiration date.  
• Today is the default for the start date, but it can be any date before today or after as long as it is not later 

than the end date.   
• The end date is defaulted to 30 days from today, but it can be any date before today or after as long as it 

is not earlier than the start date: 
• The “Validate User and Role” checkbox should only be used on a small range or individual date as it is 

very time and resource consuming. 
• User ID, SAAR/Status and Role Name fields are optional and can be used to filter results.  The user 

can enter partial or complete text to find matches.  These are not case-sensitive. 
 
More help can be obtained on the search tool screen by clicking on the information “i” boxes next to each of 
the fields. 
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• The user can search for specific expiries by entering key words in the SAAR/Status Value field. 

Key words include: 
1. words contained in an error e.g.  “error”, “failed”, “problem” or “timed out” as in the example above 

for timed-out expiries. 
2. Those that completed successfully contain the word “SAAR” and the number in them). 
3. If the request has not completed yet, the word “InProgress” will be in this field. 
4. We may also use special key words for the “Catchup” and “Re-up” initiatives, etc. to differentiate 

these large groups of expiries. 
 
• Either Submit button can be used to begin a new search. 
• Either Done button returns the user to the main menu. 
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