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MEMORANDUM FOR SEE DISTRIBUTION

SUBIJECT: Unique Identification (UID)/Defense Logistics Management System
(DLMS) Migration Workshop — March 9 and 10, 2004

The Under Secretary of Defense (Acquisition Technology and Logistics)
(USD(AT&L)) has mandated the elimination of the Military Standard Systems (MILS)
(Attachment 1) and has issued policy affecting UID of tangible assets (Attachments 2 &
3). The subject workshop is being convened to: (1) assist the DOD Components and
Agencies in finalizing their respective DLMS migration plans required by Attachment 1;
and (2) begin the process for developing business process rules that implement the UID
policy put forth by Attachments 2 and 3. The workshop agenda is at Attachment 4.

All attendees must register via the DLMSO website at: https://www.dla.mil/j-6/
dlmso. Attendees will be required to declare an area of special interest and will attend
the break-out sessions devoted to that area. There will be six work group categories with
the first five dealing with UID and the sixth DLMS migration:

Asset/Customer/Supplier Management
Maintenance Management/Operations
Distribution Management/Operations
Transportation Management/Operations
Financial Management/Operations
DLMS Migration

Workshop goals cover the initial effort to address the DLMS migration and use of
UID within the DLLMS business processes:

o UID Goals (Covers the first five categories above)
o Attendees acquire common knowledge and a working understanding
of UID
o Identify and prioritize DOD UID business process improvement
opportunities — where do we begin
o Reach consensus on a draft CONOPS
o Establish Integrated Product Teams (IPTs) to develop business rules
for use of UID within the DLMS business processes
e DLMS Migration Goals
o Attendees acquire common knowledge and a working understanding
of DLMS migration requirements




o Identify policy requirements — determine migration impact — identify
technical and functional issues — develop major actions and milestones

o Review corporate services of DLMSO and DAASC and their
capabilities to support the DoD Components and Agencies in the .
migration

o Review the DoD Component and Agency migration plans and provide
opportunity to discuss questions and issues

o Establish DoD Component/Agency DLMS migration support groups

The work group subject area break out sessions will run concurrently, with three
sessions conducted for each subject area; each building upon the previous sessions work.
Attachment 5 identifies each session’s goals and deliverables. Attendees and the
workshop will benefit most if attendees stay with a chosen subject area for all three
sessions.

This is a workshop — attendees should put on their thinking caps and be ready to
roll up their sleeves. Attendees should have an interest in:
e Learning more about the UID initiative in general
e Identifying opportunities to capitalize on the UID as a facilitator of
supply chain process improvements
e Developing plans for and/or executing the migration to the DLMS

The workshop will convene at 0830, March 9, 2004, the Holiday Inn Fairfax-Fair
Oaks Conference Center. The location, directions, and instructions for securing lodging
are-posted on the DLMSO web site. Due to the need to make advance use of the
information provided by registrants at the time of registration, the last day to register is
February 29, 2004. There will be no at the door registrations.

Your active participation and support are crucial to the success of this total effort
to migrate DoD Component/Agency logistics business systems to use of best interchange
business practices that can support supply chain process improvements such as UID. The
DLMSO website registration page provides additional data/instructions. Also, to learn
more on UID visit its website at: http://www.acq.osd.mil/uid. Any questions can be
referred to any DLMS Process Review Committee Chairperson/DLMSO System
Administrator or you can email us at: DLMSOQinfo@dla.mil.

5 Attachments a/s
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THE UNDER SECRETARY OF DEFENSE

3010 DEFENSE PENTAGON
WASHINGTON, DC 20301-3010

December 22, 2003

ACQUISITION,
TECHNOLOGY
AND LOGISTICS

MEMORANDUM FOR SECRETARIES OF THE MILITARY DEPARTMENTS

ATTN: SERVICE ACQUISITION EXECUTIVES

DEPUTY CHIEF OF STAFF (G-4), U.S. ARMY

DEPUTY CHIEF OF NAVAL OPERATIONS (FLEET
READINESS AND LOGISTICS)

DEPUTY CHIEF OF STAFF FOR INSTALLATIONS AND
LOGISTICS, U.S. AIR FORCE

DEPUTY CHIEF OF STAFF FOR INSTALLATIONS AND
LOGISTICS, U.S. MARINE CORPS

DEPUTY COMMANDER, UNITED STATES
TRANSPORTATION COMMAND

DIRECTOR FOR LOGISTICS, THE JOINT STAFF (J-4)

DIRECTOR OF DEFENSE AGENCIES

SUBJECT: Migration to the Defense Logistics Management Standards (DLMS) and
Elimination of the Military Standard Systems (MILS)

Effective immediately, use of MILS is restricted in any new logistics system
investment program. This direction requires aggressive action by the Components to
eliminate the generation and transmission of logistics transactions using the 80-character
MILS formats. Replacing MILS with emerging information exchange conventions in the
Department of Defense (DOD) Logistics domain, including the busincss processes in the
DOD 4000.25 series of manuals will accelerate the Integrated Logistics Enterprise (ILE)

by enacting best business practices.

MILS provided the backbone of cross-functional interoperability between
organizations and systems for over 40 years. However, the data limited MILS Electronic
Data Interchange (EDI) transmission media are now impediments to our business
transformation goals. Rigid fixed length EDI formats are functionally constraining,
technologically obsolete, and unique to DOD. Our ability to transform our operations to
best practices, employ commercial standards, and achieve the ILE is atrisk. As long as
MTLS forms the basis of our information exchanges, it will not be possible to track an
itemn throughout its life cycle across the entire supply chain using Unique Identifiers

(UlIDs).
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The Defense Logistics Management Standards Office (DLMSO) is the
Department’s Executive Agent (EA) for logistics data interchange. DLMSO manages the
business rules, data standards, and information exchange media for the logistics
community in accordance with DODD 8190.1, DOD Logistics Use of Electronic Data
Interchange (EDI) Standards, dated May 3, 2000. DI.MSO is responsible for developing,
publishing, and updating the Defense Logistics Management System (DILMS) to take
advantage of best interchange business practices and eliminating outmoded methads such
as MILS. The DLMS is founded on American National Standards Institute (ANSI)
Accredited Standards Committee {ASC) X12 standards and include both X12
transactions and World Wide-Web Consortium {W3C) compliant Extensible Markup
Language (XML) schemas. DLMSO demonstrated that DLMS supports information
exchanges using XML schemas as well as ANST ASC X12. These information exchangc
media can support the unique tracking of items throughout the supply chain using the
UID, as well as any other supply chain process improvements.

DOD Logistics must posture all systems to use new and expanded information
exchange capabilities and adopt best business practices. 'I'his policy memorandum
requires each of you to take immediate action to accept and transmit business transactions
using only the DI.LMS. Accordingly. we direct the following policies:

e Effective January 1, 2004, no new or developing DOD logistic systems
shall use either MILS furmatted messages, or MILS mcssages wrapped
with XML headers/tags, for information interchanges in support of
business processes covered by the DOD 4000.25 series of manuals.

e Eifective by close-of-business December 31, 2004, MILS formatted
messages shall no longer be used within or between DOD systems.

e [ffective January 1, 2005, all information exchanges among DOD
systems shall use the DILMS ANSI ASC X12 or equivalent XML schema
for all business processes supported by the DOD 4000.25 series of
manuals.

Addressees shall certify that all applicable systems are in compliance with the
above policy or report those specific systems that are not or will not be in compliance by
January 1, 2005. These certifications or reports of noncompliance shall be delivered to
me no later than September 15, 2004. Funding will be withheld from systems that are in

noncompliance.

The Deputy Under Secretary of Defense for Logistics and Materiel Readiness
(DUSD(L&MRY)) will initiate action to ensure that DODD 8190.1 is consistent with this
memorandum’s policy. No later than February 78, 2004, addressees shall submit their
draft plans for migration of their systems to the DLMS, elimination of the MILS, and
incorporation of the UID in application system databases. The content of those plans is
outlined in the attached guidance. A UID Users Workshop will be held in March 2004 to



assist you in finalizing your plans and to begin the process for devcloping business
process rules to capitalize on the UID marking. Additional detailed information on the
workshop will be forthcoming. Final migration plans are to be submitted by April 16,
2004. Draft and final plans shall be sent to the DUSD(L&MR) point of contact (POC)

identified below.

Please provide name, organization, phone number, and email address of your point
of contact by Januvary 15, 2004, My POC is Mr James A. J ohnson, Director, DLMSO,
telephone at (703) 767-0670, e-mail at ja.johnson@dia.mil.

e

ichael W. ¥ynne
Acting

Attachment :
As stated



DLMS Migration Guidance

Policy & Migration Planning To Date:

e October 1998: Logistics Management Institute Report LG802T1; “A Business
Case for Defense Logistics Electronic Data Interchange”
o Identified the mission need to migrate to a commercial EDI standard
o Estimated benefits and costs
o Provided high level migration strategy

e December 9, 1998: Department of Defense Reform Initiative Directive #48 -
“Adoption of Commercial EDI Standards for DoD Logistics Business

Transactions”
o Established the direction and goal policy to migrate to Accredited

Standards Committee (ASC) X12 commercial EDI standard for logistics
data interchange

o Directed formation of an Integrated Product Team (IPT) to develop a
comprehensive implementation plan

o Dirceted that the DRID policy goal be codified into the DoD Directives
System

e September 14, 1999: Under Secretary of Defense (Acquisition and Technology)
Memorandum, “Policy and Guidance for Department of Defense (Do) Logistics
Use of Electrenic Data Interchange (EDI)

o Fulfilled DEPSECDEF contained in DRID #48 direction to issue policy
o Required the replacement of DoD unique logistics data exchange

standards with ASC X12
o Required that the Defense Logistics Management System (DLMS) 1s the
basis for new, replacement, and major modifications to logistics business

Processes

o April 14, 2000: Implementation Plan, “Adopting Commercial Electronic Data
Interchange Standards for DoD Logistics Phased Implementation”
o Resulted from the work of the Joint Service/Agency IPT chartered by
DRID #48

o Identifies the corporate DoD) implementation strategy, management,
requirements, milestones, and responsibilities for migration

o Appendices contain Military Departments and Defense Agencics dralt
implementation plans

¢ May 5, 2000: DoD Directive 8190.1, “DoD Logistics Use of Electronic Data
Interchange (EDI) Standards --- Codified in the DoD Directives System the policy
direction initially contained in DRID #48 and amplified in USD(A&T),

September 14, 1999 policy memorandum.

1 Attachinernt



Current Status:

DLSM ASC X172 standards based EDI transactions are developed and Federally
approved

Extendable Markup Langnage (XML) W3C compliant schemas have been
developed and registered, kick off meeting held September 10, 2003

DAASC has developed translation maps enabling DoD application systems to use
either DLMS ASC X12 or XML schemas for information exchanges

DLMS ASC X12 and XML schemas provide for all the functionality and data of
the legacy MILS EDI and are flexible to handle any new information exchange
data requirements such as the UID

The DLMS ASC X12 is currently in use in the Defense Logistics Agency’s new
modermized Enterprise Resource Planning (ERP) Business Systems
Modernization (BSM) and in the legacy Defense Distribution System (D35)
Implementation of the DLMS is a prerequisite to incorporate Unique Item
Identifier (UTD) into the DoD business system applications throughout the supply
chain processes

Component DLMS Migration Plan Requirements:

Minimum initial migration requirements:

Each Mulitary Department needs 10 identify systeins currently using MILS
Identify the entry and exist programs and change them to accept and eject DLMS
Identify internal file/database structures that would likely need to be modified to
add UTD once the business process rules are hammered out

Plans should include:

How your migration will be organized and managed
Tdentify the technical and functional approach

The major actions and milestones

The cost and risk mitigation techniques you will employ

2 Attachment



THE UNDER SECRETARY OF DEFENSE

3010 DEFENSE PENTAGON
WASHINGTON, DC 20301-3010

December 22, 2003

ACQUISITION,
TECHNQLOGY
AND LOGISTICS

MEMORANDUM FOR: SEE DISTRIBUTION

SUBIECT: Revision of Update to Policy for Unigue Identification (UID) of Tangiblc
ltems —-New Equipment, Major Modifications, and Reprocurements of

Equipment and Spares

This revision of the “Update to Policy for Unique Identification (UID) of Tangible
Items - New Equipment, Major Modifications, and Reprocurements of Equipment and
Spares,” dated November 26, 2003, clarifies the use of the Contractor and Government
Eatity (CAGE) code given the current lack of an Issuing Agency Codc (IAC) for CAGE.

Efforts to request an IAC for the CAGE code are upderway and are awaiting a
vote by the International Organization for Standardization (ISOYInternational
Electrotechnical Commission Joint Technical Committee 1, Sub Committee 31 (8C31),
Automatic Data Capture. As part of the request, a liaison between NATO Allied
Committee 135, National Directors of Codification, and SC31 is being sought. DoD
expects this process to be complete and an IAC for CAGE established no later than
March 1, 2004.

Since the IAC is derived by the data qualifier for the enterprise identifier and 1s
not physically marked on an item, enterprises may use the CAGE code in their UID item
marking efforts associated with solicitations issued on or after January 1, 2004.
Couunencing on that date, activities should use D1 for CAGE and D2 for Department of
Defense Address Activity Code (DoDAAC), if required. The D1 and D2 codes are the
anticipated code assignments. Once the 1ACs are issued, guidance will be provided
allowing activities to update their ALS systems, if required, including any retroactive
corrections to these temporary IAC designations. Additional instructions may be issued
in the event the esfablishment of an JAC for CAGE is delayed beyond March 1, 2004.

Additional information and the DoD Guide to Uniquely Identifying Items are at

hitp://www.acq.osd.mil/uid. The point of contact is Mr. Robert Leibrandt. Please
address your questions to him at (703) 695-1099 or by email at robert.leibrandt@osd.mil.

ek

chael W. WANne
Acting

b
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ACQUISITION,
TECHNOLOGY November 26, 2003
AND LOGISTICS

MEMORANDUM FOR: SEE DISTRIBUTION

SUBJECT: Update to Policy for Unique Identification (UID) of Tangible Items —
New Equipment, Major Modifications, and Reprocurements of
Equipment and Spares

This policy update to the “Policy for Unique I dentification (UID) of Tangible
Items — New Equipment, Major Madifications, and Reprocurements of Equipment and
Spares”, dated July 29, 2003, will address clarifications including approval of specitic
Department of Detense (DoD) UID equivalents. Additionally, UID policy guidance
continues to be updated in “The Department of Defense Guide to Uniquely Identifying
Items, Version 1.3” dated November 25, 2003. This Guide will be periodically updated,
and the updates will be available at http://www.acq.osd.mil/uid. Each update will
supersede the previous version of the Guide, and users will refer to the most current
version available for assistance in complying with the UID policy.

A commercial identifier can be considered for use as a DoD UID equivalent if it
meets all of these criteria: (1) Must contain an enterprise identifier, (2) Must uniquely
identify an individual item within an enterprise identifier, product or part number, and (3)
Must have an existing Data Identifier (DI) or Application Identifier (Al listed in
American National Standard (ANS) MH10.8.2, Data Identifier and Application Identifier
Standard. The commercial unique identifiers meeting these criteria that the Department
recognizes as UID equivalents are the EAN.UCC Global Individual Asset Identifier
(GIAI) for serially-managed assets, the EAN.UCC Global Returnable Asset Identifier
(GRAL) for returnable assets, and the ISO Vehicle Identification Number (VIN) for
vehicles. In addition to these equivalents, the data requirements of 14 CFR Part 45,
Identification and Registration Marking, for only aircraft, aircraft engines, propellers, and
propeller blades and hubs are consistent with the data elements required by our UID

constructs.

The DFARS Interim Rule on “Unique Item Identification and Valuation” was
published in the Federal Register on October 10, 2003. One provision of this rule is for
contracts to include a requirement for commonly accepted commercial marks if it is
determined that unique item identification or a DoD recognized unique identitication
equivalent is not required, and unique item identification is not already marked. In these
cases where it is not nccessary to distinguish between individual items of a product,

Q



commercial marks such as the EAN.UCC Global Trade Identification Number (GTIN)
(i.e., Universal Product Code (UPC)), ANSI T1.220 COMMON LANGUAGE®
Equipment [dentification (CLEI) for telecommunications equipment, and the Health
Industry Business Communications Council (HIBCC) code for non-pharmaccutical
health-care products can be used. These identifiers are not considered DoD UID
equivalents but will be accepted by DoD as comrmmonly accepted commercial marks when
unique identification is not required.

The following addresses specific implementation issues that have recently
surfaced:

a. UID constructs require the use of an Issuing Agency Code (IAC) that identifies
the authority that issues enterprise identifiers. The Contractor and Government Entity
(CAGE) code presently has no IAC. Efforts to request an IAC for the CAGE code are
underway and are awaiting a vote by ISO Sub Committee 31 (SC31), Automatic Data
Capture. As part of the request, a liaison between NATO Allied Committee 135,
National Directors of Codification, and SC31 is being sought. DoD expects this process
to be complete and an TAC for CAGE established no later than March 1, 2004. Until the
IAC for CAGE is determined, ontities required to provide a UID cannot use CAGE as the
enterprise identificr component of the UID.

b. While orders under Basic Ordering Agreements (BOA) are considered to be
solicitations, BOAs awarded before January 1, 2004 may not have UID requirements.
The UID policy strongly encourages Component Acquisition Executives to incorporate
UID requirements into ongoing contracts where it makes business sense to do so. Since
BOAs awarded before January 1, 2004 would be an ongoing agreement, UID
requirements can be included in orders issued under the BOA whenever the program/item
manager determines it is feasible to do so.

¢. Purchases initiated by DoD and executed through the General Services
Administration (GSA) or another federal agency shall comply with the UID policy.

d. There is only one authorized method to use in solicitations to specify encoding
for UID syntax for automatic data capture in order to achieve interoperability in business
intelligence. The method is defined in ISO/IEC 15434 — Information Technology —
Syntax for High Capacity Automatic Data Capture Media. Because 1SO/IEC 15434 does
not provide a format code for Text Element Identifiers, a DoD UID approved method of
semantics, DoD will accept a format code of “DD” for interim use until a format code for
Text Element [dentifiers is approved by ISO JTC 1 SC 31.

¢. An enterprise is the entity responsible for assigning the unique identifier to an
asset. The enterprise identifier of the enterprise that assigned the serial number to the
item is the only enterprise identifier in the UID machine-readable code that can usc a



UID data qualifier for enterprise identifier. The enterprise may be an organization other
than the manufacturer, such as a supplier, depot, program manager, or a third party. The
enterprisc is responsible for ensuring that the serial number is unique within the
enterprise identifier (for UID Construct #1) or unique within the original part number (for
UID Construct #2).

f There are three authorized categories of data qualifiers avatlable for use as
semantics when encoding the UID syntax. These data qualifiers are:

e Application Identifiers (Format 05 of ISO/IEC 15434)

e Data Identifiers (Format 06 of ISO/IEC 15434), and

e Text Element Identifiers (Format “DD” of the DoD collaborative
solution. The DoD collaborative solution is described in Appendix D of
the DoD Guide to Uniquely Identifying Items, available at
http://www.acq.osd.mil/uid.)

Data Identifiers and Application Identifiers shall be taken from ISO/IEC 15418,
Information Technology — EAN/UCC Application Identifiers and ASC MH 10 Data
Identifiers and Maintenance. ‘l'ext Element Identifiers shall be limited to the minimuim
set necessary to comply with either UID Construct #1 or #2 and shall be taken from the
DoD collahorative solution, The following Text Element Identifiers may be used: CAGE
(CAG), DUNS (DUN), EAN.UCC (EUC), Serial Number within Enterprise (SER), Serial
Number within Original Part Number (SEQ), Original Part Number (PNQO) Current Part
Number (PNR), and Unique Identifier (UID).

Additional information and the DoD Guide to Uniquely Identifying Items are at
hitp://www.acq.osd.mil/uid. The point of contact is Mr. Robert Leibrandt. Please
address your questions to him at (703) 693-1099 or by email at robert.leibrandt@osd. mil.
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ACQUISITION,
TECHNOLOGY
AND LOGISTICS

MEMORANDUM FOR: SEE DISTRIBUTION

SUBJECT: Policy for Unique Identification (UL} of Tangible Items — New Equipment,
Major Modifications, and Reprocurements of Equinment and Spares

Unique Identification (UID) is a mandatory Department of Defense (DoD)
requirement on all solicitations issued on or after January 1, 2004. I strongly encourage

the Component Acquisition Executives to incorporate this policy into ongoing contracts
where it makes business sense to do so.

Contracts shall require unique item identification, or a DoD recognized unique
identification cqun alent, for all property items delivered to the Government if: (1) the
acquisition cost is $5,000 or more, (2) it is cither a serially managed, mission essential or
controlled inventory piece of equipment or a repcrable item, or a consumable item or
material where permanent identification is requirad. (3) it is a component of a delivered
itemn, 1f the program manager has determined thai unique identification is required, or (4
a UID or a DoD-recognized UID equivalent is avajlable. Existing government furnished
property provided to contractors is exempt from this policy until January 1, 2005 when
this policy becomes mandatory for all government furnished property incorporated into
an end item. Unique tdentification will complement the Dopartment’s existing policy on
serialized item management.

Cemponent Acquisitivn Executives (CALSs) shall ensure their program managers
understand the criticality of requiring UID and integrating this change into the
appropriate business processes. All program managers for new equipment, major
modifications, and reprocurements of equipment and spares shall begin planning to apply
Unique Identification (UID) on tangible items using the attached guidance. Wide Area
Workflow (WAWF) will be modified to capture “he UID associated with each item. DoD
Components are expected to transition rapidly to the WAWF as a mandatory payment
requirement by no later than January 1, 2005. I cncourage the CAEs to promote and fund
pilot programs to apply UID to legacy equipment and their supporting AISs. A Joint
Implementation Requirements Board for UID will be established. This Board will focus
on business rules for enabling all AISs to use the L'ID as a primary or alternate key to
achieve a globally interoperable network-centric architecture for the integrated
management of tangible items.

The Department, along with its industry and international partners, clearly prefers

use of constructs described in ISO/IEC 15434 to achieve interoperability in business
intelligence. However, this requires ISO approval to add a new format to ISO/IEC 15434
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for those ATA Spec 2000 Text Element Identifiers (TEIs) used in UID. The Depariment
values the formal ISO approval process and is preparing to submit a proposal to ISO/TEC
JTC1/SC 31 seeking approval of a new format fo- the TEI addition. That approval
process is lengthy, and, in the interim, a collaboraiive solution is necessary to create a
near-term interoperable environment for UILY ent ancements to business intelligence to
support coalition operations. This solution uses the: structure of ISO/IECT 15434 as the
UID syntax standard and the business rules in the aitached Appendix A. If approved, the
new format shall be used and replace the interim “1DD” format described in this policy.
Consideration and decisions on marking approac 1¢s should carefully weigh any impacts
to changing from the “DD" format to an approved futurc format against any associated
costs and strategic near term marking requirements, ISO/IEC 15434 is and will be the
Department’s preferred approach on all new solicitations. The use of the collaborative
solution format as described in the anached Appendix B should strictly be considered an
interim approach.

By October 1, 2003, the Director, Defense Procurement and Acquisition Policy
will publish an interim rule that modifies the Detense Federal Acquisition Regulations to
capture the acquisition cost of tangible items, and place UID on them coincident with
their acquisition. A subsequent rule will be issued to finalize government furnished
property requirements prior to January 1, 2005.

A DoD UID Program Manageinent Office will be established to manage UID
impiementation, The Office charter will have a provision for completing its work and
transferring any continuing efforts to the DoD Components. For the time being, the UID
Integrated Product Team (IPT) will continue to work on issues in the fotllowing areas:

o Participate in the ISO/IEC SC 31 process 1o obtain approval of an amendment to
ISO/IEC 15434,

¢ Develop policy modifications to MIL-ST1}-129, MIL-STD-130, DoD 4140.1-R,
DoDI 5000.2, DoDI 5000.64, DoD 700C.14-R, CICSI 3170.1C, DCMA One
Book, and Military Handbook 61 A to ensure synchronized policy exccution.

¢ Publish an on-line users guide on UID requirements and application.

e Determine minimum architecture/systems requirements to capture UiD
information at inspection and acceptance and identify opportunities for rapid
implementation.

Oversee any UID demonstration programs.

¢ Develop training and education materials working in partnership with the Defense
Acquisition University.

e Conduct outreach and communication to promate adoption of LD by the
Department and its industry and interna:ional partners.



This puidance supersedes my memoranda o December 19, 2002 and April 4,
2003, where I promised to issue a mandatory UID policy no later than July 2003.
Additional information and a DoD Unique Identification Guide are at
hitp:/www.aca.osd.mil/uid, The point of contact is. Mr. Robert Leibrandt. Please
address your questions to him at (703) 695-1099 or by email at robert.leibrandt@osd.mil.

o/

Michee, W. W e
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UNIQUE IDENTIFICATION GUIDANCE

NOTE. THISVERSION OF THE GUIDANCE ISTHE
ENCLOSURE TO THE POLICY MEMORANDUM THAT WAS
ORIGINALLY POSTED ON JuLY 29, 2003. FOR THE
CURRENT VERSION OF THE GUIDANCE, PLEASE SEE THE
FILE ON “GUIDE TO UNIQUELY IDENTIFYING TANGIBLE
ITEMS'.
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UNIQUE IDENTIFICATION GUIDANCE

The Department must uniquely identify tangible items to provide for better asset
accountability, valuation and life cycle management. Unique identification provides the
opportunity to differentiate an individual item from al others throughout the DoD Supply
Chain, commencing with acquisition and terminating with disposal or reutilization. This
guidance addresses how to uniquely identify tangible items.

ROLE OF UNIQUE IDENTIFICATION ACROSs DoD

To achieve the desirable end state of integrated management of tangible items, the DoD
goal isto uniquely identify tangible items, while relying to the maximum extent possible
on international standards and commercia item markings and not imposing unique
Government requirements. Unique identification of tangible itemswill help achieve:

Integration of item data across DoD, Federa and industry asset management
systems, as envisioned by the DoD Business Enterprise Architecture (BEA)', to
include improved data quality and global interoperability and rationalization of
systems and infrastructure.

Improved item management and accountability.
Improved asset visibility and life cycle management.
Clean audit opinions on tangible item portions® of DoD financial statements.

WHAT ISAN ITEM?

An item is a single article or a unit formed by a grouping of component or constituent
parts. In the Department, an item is any article produced, stocked, stored, issued, or
used: or any product, including systems, materiel, parts, subassemblies, sets, accessories,
etc*

Deciding What Items are to be Identified as Unique

The unique identification of tangible items is driven by an integrated set of logistics,
acquisition and financial requirements to track and identify item information. Figure 1
contains a decision tree for deciding what tangible items® should be uniquely identified

! The Business Management Modernization Program (BMMP) is developing the BEA that will provide a blue print for
modernizing and standardizing DoD business processes and systems, to include requirements to facilitate capturing
information on tangible items in property and inventory management systems.

2 These financial statement portions are (1) Property, Plant and Equipment and (2) Operating Materials and Supplies.

3 |bid, paragraph E2.1.20. MIL STD 130 defines an item as “a non-specific term used to denote any unit or
product including materials, parts, assemblies, equipment, accessories, and computer software.”

* MIL HDBK 61A(SE), Configuration Management Guidance, 7 February 2001, page 3-8.

® Equipment - Tangible items that are not intended to be held for sale or consumed in normal operations.
Includes military equipment, support equipment, general purpose equipment, specia test equipment, and
special tooling. Includes Class VII, Mgjor End Items, afinal combination of end products that is ready for
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for DoD purposes. The program manager is responsible for having items uniquely
identified.
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Commercial item idemification examples are the Universal Praduct Code and Heahth Indusary Bar Code
Figure 1. Uniquely Identifying Tangible Items

Commercial data elements on tangible items will be accepted as long as they meet data
requirements and syntax for unique identification for the DoD. Generdly, industry
places sufficient information on items to distinguish between unlike items. The Global
Trade Identification Number (GTIN) is an example of an acceptable commercial
identification of commodity items. Health care products marked according to the Health
Industry Bar Code (HIBC) Standard are another example of acceptable commercial

itsintended use, that is, launchers, tanks, mobile machine shop, and vehicles, etc. (DOD 4140.1-R). It does
not include real property, reparables, consumables or materials.

Reparable - Anitem of supply subject to economical repair for which repair (at either depot or field level)
is considered in satisfying computed requirements at any inventory level (DOD 4140.1-R). Examples
include aircraft engines, rotors, guidance systems, and electronic circuit boards. Excludes medical
equipment parts.

Consumables - A consumableis an item of supply that is normally expended or used up beyond recovery
in the use for which it is designed or intended (DOD 4140.1-R) (e.g. clothing and supplies). For purposes
of this decision tree, explosives are treated as consumable items; and bulk petroleum, oil and lubricants
delivered by pipeline are excluded. For packaging purposes, the Department might request additional
marks/information in the mark that vendors should be able to provide without difficulty, or significant
expense.

Material - Of, composed of, or pertaining to physical substances (The American Heritage Dictionary,
Office Edition, July 1987). Materials are tangible items that may lose their identity when incorporated in
an end item. (e.g., sheet metal). FAR 45.301 defines material as property that may be incorporated into or
attached to a deliverable end item or that may be consumed or expended in performing a contract. It
includes assemblies, components, parts, raw and processed materials, and small tools and supplies that may
be consumed in normal use in performing a contract.
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identification because they include Labeler Identification Codes within each barcode to
identify individual manufacturers or healthcare providers.

Contracts will require unique item identification, or a DoD recognized unique
identification equivalent, for all property items delivered to the Government if: (1) the
acquisition cost® is $5,000 or more, (2) it is either a serially managed, mission essential or
controlled inventory’ piece of equipment or a reparable item, or a consumable item or
material where permanent identification is required, (3) it is a component of a delivered
item, if the program manager has determined that unique identification is required, or (4)
aUID or aDoD recognized UID equivalent is available.

DEFINING THE DATA ELEMENTS FOR UNIQUE
|DENTIFICATION

What isaUnique Identifier?

A unique identifier is a set of data for tangible assets that is globally unique and
unambiguous, ensures data integrity and data quality throughout life, and supports multi-
faceted business applications and users. There are two key considerations in the unique
identification of tangible items.

The Notion of an Enterprise

Thefirst is enterprise identification. An enterprise is the entity responsible for assigning
the unique identifier to a tangible asset. Enterprise means a business organization or
firm, which is defined as a commercial partnership of two or more persons’. For

® The term “acquisition cost” means the amount paid for an item, plus transportation costs and other
ancillary costs. Generally, the amount will be either the price of an item delivered under afixed price
contract, or the cost of an item, net of both trade and cash discounts, delivered under a cost type or time and
materials contract, pending final price determination.

" Serially Managed - Includes reparable items down to and including sub-component reparable unit level;
life-limited, time-controlled, or items requiring records (e.g., logbooks, aeronautical equipment service
records, etc.); and items that require technical directive tracking at the part level [DUSD(Logistics &
Material Readiness) Memorandum, September 4, 2002, Serialized Item Management].

Mission Essential/ltem Essentiality - A measure of an item's military worth in terms of how its failure (if
a replacement is not immediately available) would affect the ability of a weapon system, end item, or
organization to perform its intended functions. (DOD 4140.1-R).

Controlled Inventory - Those items that are designated as having characteristics that require that they be
identified, accounted for, segregated, or handled in a special manner to ensure their safeguard and integrity.
Includes classified items (require protection in the interest of national security), sensitive items (require a
high degree of protection and control due to statutory requirements or regulations, such as precious metals;
items of high value, highly technical, or hazardous nature; and small arms), and pilferable items (items
having aready resale value or application to personal possession, which are especially subject to theft,)
(DOD 4140.1-R); and safety controlled items. UID can be applied at the discretion of the program/item
manager for pilferable items.

8 MIL STD 130 also defines manufacturer as “an individual, company, corporation, firm, or Government
activity who: (a) Controls the production of an item, or (b) produces an item from crude or fabricated
materials, or (c) assembles materials or components, with or without modification, into more complex
items.”
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purposes of unique identification, an enterprise identifier will define each business
location that has its own unique, separate and distinct operation. An enterprise identifier
isacode uniquely assigned to an enterprise by aregistration (or controlling) authority. A
registration (or controlling) authority is an organization responsible for assigning a non-
repeatable identifier to an enterprise [i.e.,, Dun & Bradstreet’s Data Universal Numbering
System (DUNS) Number, Uniform Code Council (UCC)/EAN International (EAN)
Company Prefix, or Defense Logistics Information Service (DLIS) Commercia and
Government Entity (CAGE) Number].

Unique Identification of Items

The other key aspect of UID is the unique identification of each item that the enterprise
produces. Unique identification depends upon a combination of data elements, which is
determined by how the enterprise serializes tangible items. There are two acceptable
methods of serialization — (1) Serialization within the enterprise identifier, and (2)
Serialization within the part number. Serialization within the enterprise identifier occurs
when each tangible item is assigned a serial number that is unique among all the tangible
items identified under the enterprise identifier and is never used again. The enterprise is
responsible for ensuring unique serialization within the enterprise identifier. Serialization
within the part number occurs when each tangible item of a particular part number is
assigned a unique serial number within the original part number assignment. The
enterprise is responsible for ensuring unique serialization within the original part number.

Serialization Within the Enterprise

For items that are serialized within the enterprise identifier, unique identification is
achieved by a combination of the issuing agency code®, enterprise identifier and the serial
number, which must be unique within the enterprise identifier. The unique serial number
within the enterprise identifier is a combination of numbers or letters assigned by the
enterprise (i.e., a manufacturer or vendor) to an item that provides for the differentiation
of that item from any other like or unlike item and is never used again within the
enterprise identifier. The data elements of enterprise identifier and unique serial number
within the enterprise identifier provide the permanent identification for the life cycle of
the item.

Serialization Within the Part Number

For itemsthat are serialized within the part number, unique identification is achieved by a
combination of the issuing agency code, enterprise identifier, the original part number,
and the serial number. The original part number is a combination of numbers and letters
assigned by the enterprise (i.e., a manufacturer or vendor) at asset creation to a class of
items with the same form, fit, function, and interface. The serial number within the part

° Theissuing agency code, or IAC, is that assigned by the Registration Authority for I1SO/IEC 15459-2,
Registration Procedures. The current Registration Authority of 1ISO/IEC 15459-2 is NEN — Nederlands
Normalisatie-instituut. The |AC represents the registration authority that issued the enterprise identifier.
The IAC can be derived from the data qualifier for the enterprise identifier and does not need to be marked
on theitem.
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number is a combination of numbers and letters assigned by the enterprise (i.e, a
manufacturer or vendor) to an item that provides for the differentiation of that item from
any other like item. The data elements of enterprise identifier, origina part number and
serial number within the original part number provide the permanent identification for the
life cycle of the item.

|ssuing Agency Codes for Use in Unique Identification

At the current time, issuing agency codes (IACs) only exist for two of the most
commonly used enterprise identifiers. These IACsare“UN” for the DUNS enterprise
identifier assigned by Dun & Bradstreet, and “0” for the EAN.UCC Company Prefix
assigned by EAN.UCC. Thereisno IAC yet for the CAGE/NCAGE assigned by Allied
Committee 135. Until such time as an |AC becomes available for the CAGE/NCAGE
enterprise identifier, assigners of UIDswill have to use either their DUNS or EAN.UCC
Company Prefix to construct the UID.

INCLUDING UNIQUE IDENTIFICATION DATA ELEMENTS
ONA TANGIBLE I TEM

Derivation of the Unique Identifier

The unique identifier can be derived from the data elements included on the item by
using a business rule (See Appendix C). This derivation occurs in the software of the
automatic identification technology (AIT) device'™ that machine-reads the data elements
on theitem. Therefore, it isnot necessary to include the unique identifier on theitem asa
separate data element. It is only required that the unique identification data elements of
enterprise identifier, serial number and, for construct #2, original part number be included
on each item™. Table 1 shows how the unique identifier is constructed from the data
elements placed on the item and the business rule. When deriving the unique identifier,
the data qualifiers are eliminated from the final number.

19 gych devices are readers, scanners and interrogators.
1 The data elements can be included on the item by a variety of AIT media, such as linear bar codes, two-
dimensional bar codes, optical memory cards, contact memory buttons, or radio frequency identification.
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LUID Construct #1 D Construct #2
Based on current If iterns are serialized If itemns are serialized
enterprise configurations within the Enterprise within Fart Mumber
LD is derived by (Issuing Agency Code)® | (lssuing Agency Code)®
concatenating the data Enterprise 1D Enterprise 1D
elements IN ORDER: Serial Mumber Original Part Mumber

Serial Mumber

Data ldentified on Assets Zurrent Fart Number Current Fart Mumber
Mot Part of the LD
(Separate |dentifier)

*The lzzuing Agency Code (1AC) represents the registration authority that iszued the enterprize identifier (i.e., Dun and
Bradstrest, UCC.EAN). The 1AC can be derived from the data gualifier for the enterprize idertifier and does not need
to be marked on the tem.

Table 1. Unique I dentifier (UID) Construct Business Rule™

Thus, there are two constructs for determining the unique identifier, depending upon
whether the enterprise serializes tangible items within the enterprise identifier or within
the original part number. Although not used to determine the unique identifier, other data
elements, such as the current part number, may aso be placed on the tangible item.

Unique Identification Derivation Process

Figure 2 depicts how the unique identifier is derived and the business rule for generating
the item unique identifier from the data elements placed on the item™®. The AIT reader
device will machine-read the data elements and output the concatenated unique identifier
for onward transmission to the appropriate automated information system (AlS). The
decisions of which construct to use (see Table 1) to uniquely identify items, and use of
the associated business rules, are made by the enterprise assigning serialization to the
item.

121 instances where the original part number changes with new configurations (also known as part number
roll), the current part number may be included on the item as a separate data element for traceability
purposes.

3 The issuing agency code (IAC), is derived by the AIT device from the data qualifier for the enterprise
identifier. ThelAC isnot placed on the item.
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Figure 2. Unique I dentifier (UID) Deter mination Process

DECIDING WHERE TO PLACE DATA ELEMENTS FOR
UNIQUE IDENTIFICATION ON ITEMS

Data elements for unique identification (enterprise identifier, seria number and, for
Construct 2 only, original part number) will be placed on qualifying items in accordance
with the standard practice of MIL-STD-130, Identification Marking of U.S. Military
Property. Commercial-off-the-shelf items incorporated into qualifying items will be
marked to comply with unique identification requirements.

DECIDING WHEN TO PLACE DATA ELEMENTS ON THE

| TEM TO DERIVE THE UNIQUE IDENTIFICATION

Strategies that produce the greatest business advantage for the tangible items at the
lowest cost and in the shortest possible time should be considered. The question of how
this could be done leads to a conclusion that the probable scenario would be a mixture of
vendor-applied-at-source, opportunity-based, seek-and-apply, and gated strategies™.
Requiring vendor-applied-at-source on future contracts for new equipment, major
modifications, and reprocurements of end items and spares is important for sustainment,
but has limited impact on a retrospective application program.

14 See Ronald W. Durant and Owen R. Thompson, “Concept of Operations for AIT in an Automated
Maintenance Environment for Army Weapon Systems’, Executive Summary and Report (Volume 2),
AR130T1, March 2002.
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Vendor-Applied-at-Source

V endor-applied-at-source provides a relatively cheap and unobtrusive application option
for future purchases;, however, it will not provide the speed of response necessary to
successfully implement a retrospective application program for legacy items.

Opportunity-Based Item Application

Opportunity-based item application can be done in the field or factory, wherever it is
convenient to gain access to items either on an end item or available in a storage facility.
Projected situations or processes where this might be deployed include phase
maintenance, scheduled servicing, depot rebuild or overhaul processes, and work-order
processes during modification.

Seek-and-Apply

The seek-and-apply strategy can be used for particular items held within service, either at
the end item or in storage. This strategy is dependent on establishing the location and
availability of items before deployment of application equipment and teams. The location
of items can be determined through the supply chain management information systems
and inventory control systems. This approach is dependent upon good legacy data, and
will demand greater overhead of coordinated effort to effect access to the assets. By
concentrating application efforts, the advantage is faster fielding of configuration
management for specific items.

Gated

The interception of items as they transit specific gates within the supply chain can ensure
no item enters service without the data elements needed to construct a unique identifier.
Having identified an item at the gate which requires a unique identifier, the situation can
be resolved by either diverting the item back to the vendor for application, provision of
an application capability at the specific supply gate, or diversion of the item to a
centralized application facility.

USE OF THE UNIQUE IDENTIFIER IN AUTOMATED
INFORMATION SYSTEMS

In the Service or Agency material management and supporting automated information
systems (AISs) (developed or maintaned in compliance with FMIP/FMEA
requirements), once the unique identifier is created from the separate data elements
placed on the item, the unique identifier shall not be parsed to determine the original
elements, since parsing and recombination of the elements will invariably result in the
introduction of errors in the unique identifier; however the UID, the enterprise identifier,
the serial number and, in the case of Construct #2, the original part number will be
captured separately at the time of inspection and acceptance. The unique identifier shall
be a primary pointer or key data element for traceability in all computational functions
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including inventory acceptance, item accountability, storage, issue, receipt, valuation,
maintenance, and disposal.

ROLESAND RESPONSIBILITIES FOR PROPERTY
RECORDS

DoD Instruction 5000.64™ provides a comprehensive framework for DoD property
accountability policies, procedures, and practices; assists DoD property managers,
accounting and financial officers, and other officials in understanding their roles and
responsibilities relating to property accountability. It establishes accountability policy for
property, plant, and equipment (PP&E); contains concepts useful for asset management
throughout the Department, particularly for property in the possession of individual
military units and end-users. Section 5.3 addresses accountability records. It excludes
property and materiel for which accountability and inventory control requirements are
prescribed in DoD 4140.1-R and DoD 4000.25-2-M.*

|t integrates the broad requirements of the Federal Property and Administrative Services Act of 1949, as
amended (Act of 30 June 1949, 63 Stat. 372), and the Chief Financial Officers (CFO) Act of 1990 into an
overarching property accountability policy. Complements the accounting and financial reporting
requirements contained in DoD 7000.14-R.

18 Military Standard Transaction Reporting and Accounting Procedures (M ILSTRAP).

10



Appendix A - Business Rules
REQUIRING THE UNIQUE IDENTIFIER

1. A uniqueidentifier (UID) isrequired for anitemif it meets the DOD criteria
described in the Unique Identification Guidance under “Uniquely Identifying
Tangible Items”.

CREATING AND GENERATING THE UNIQUE IDENTIFIER

2. TheUID shall be derived from its discrete, component data elements. The
UID is not required to be marked on the item as a separate data element.

3. If the enterprise chooses to mark the UID as a discrete data element on the
item, the component data elements must also be marked on the item as
discrete data el ements, in addition to the UID.

4. Dataqualifiers (semantics) will define each machine-readable data element
marked on the item.

5. If an enterprise serializes items within the enterprise identifier, the UID shall
be derived by combining the following data el ements, in order:

The issuing agency code (IAC), which shall be derived from the data
qualifier for the enterprise identifier

The enterprise identifier, which shall be marked on the item

The serial number, which shall be marked on the item

(Note: Thisisreferred to as UID Construct #1.)

6. If an enterprise serializes items within part numbers, the UID shall be derived
by combining the following data elements, in order:

The IAC, which shall be derived from the data qualifier for the enterprise
identifier

The enterprise identifier, which shall be marked on the item

The original part number, which shall be marked on the item®’

The seria number, which shall be marked on the item

(Note: Thisisreferred to as UID Construct #2.)

Y Thisitem is still under discussion.
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7. ThelAC shall be derived from the data qualifier for the enterprise identifier.
The lAC isnot required to be marked on the item.

8. Thelist of DOD-accepted IACs can be found in the Unique Identification
Guidance, Data Qualifiers Table.

9. Thedataqualifier associated with the serial number will identify which UID
Construct is used to build the UID.

10. If UID Construct #2 is used, the enterprise must be capable of maintaining the
original part number on the item for the life of the item as well as the current
part number, in the case of configuration changes.

11. The enterpriseis responsible for ensuring that the serial number is unique
within the enterprise identifier (for UID Construct #1) or unique within the
original part number (for UID Construct #2).

12. The enterpriseis responsible for ensuring that the part number is not
duplicated within the enterprise.

13. The UID will not change over the life of the item. Therefore, the component
data elements of the UID will not change over the life of the item.

14. The enterprise identifier used to construct the UID shall be the only enterprise
identifier marked on an item.*®

15. Data elements not required to construct the UID shall remain discrete but may
be contained within the same mark or media as the UID-required elements, as
long as all the data elements contained in the mark or media are properly
identified using the UID syntax and semantics rules.

16. The UID component data elements, at a minimum, shall be contained in a
Data Matrix ECC200 symbol. The physical marks that contain the UID-
required elements shall remain legible and non-transferable until theitemis
destroyed.

17. Where space is available, human readable information for UID data el ements
should be marked on the item.

18. High capacity Automatic Identification Technology (AIT) media shall utilize
DOD-accepted syntax.

8 Thisitem s still under discussion.
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METADATA REQUIREMENTS

19. The UID is anon-parsable, alphanumeric, non-case sensitive field, not to
exceed 50 charactersin length. Overhead characters, such as syntax and data
qualifiers, are eliminated from the string when the UID is constructed.™

The IAC string of characters will not exceed 2 characters

The enterprise identifier string of characters will not exceed 13 characters,
excluding the data qualifier.

The original part number string of characters (including special characters)
will not exceed 32 characters, excluding the data qualifier.

The serial number string of characters (including special characters) will
not exceed 30 characters, excluding the data qualifier.

20. The UID string of data must have worldwide uniqueness (non-repeatable).
21. When constructing the UID%:

Spaces will be deleted

Specia characters will be deleted from the enterprise identifier

Specia characters will not be deleted from part numbers and serial
numbers

CAPTURING THE UNIQUE IDENTIFIER

22. For activities after initial delivery in support of the product life cycle, any
entity that collects data about the item must be capable of associating the data
with the UID in accordance with program requirements.?

23. In adatabase, once the UID is derived, it shall not be parsed to determine the
origina elements.

24. A database shall be capable of using the UID to retrieve the data record
associated with the item represented by the UID.

USING THE UNIQUE IDENTIFIER

25. The UID cannot be reused once retired.

¥ Thisitemis still under discussion.
D Thisitemis still under discussion.
2 Thisitemis still under discussion.
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SPECIAL RULES FOR EXISTING INVENTORY (Appliesonly to
parts that are not marked with Machine Readable Information (MRI) today)

26. When marked, existing items shall be marked using UID Construct #2.

27. If an item is missing data elements required to construct the UID, use the
following rules to create substitute numbers:

If the enterprise identifier is missing, use the enterprise identifier of the
activity that will physically mark the item.

If the part number is missing or cannot be determined, obtain a part
number from the in-service engineer®.

If the serial number is missing, assign a serial number locally. Inthis
case, the enterprise identifier for the item must be changed to represent the
activity that assigned the serial number.

28. If aUID cannot be constructed to ensure uniqueness from data elements on
the item, the government Program Manager will determine if and what other
data elements can be included with the part or serial number to obtain
unigueness.?®

29. If the item is unidentifiable, a UID should not be assigned.

I TEMS“UNDER CONTRACT”

30. Once the contract is modified to include the UID requirements:

If the contract isfor delivery of new itemsto DOD, follow Rules 1
through 25.

If the contract isfor support involving existing inventory items, the
Program Manager will determine whether to follow Rules 1 through 25,
the Special Rulesfor Existing Inventory (Rules 26 through 29), or some
combination thereof.

2 Thisitemis still under discussion.
B Thisitemis till under discussion.
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Appendix B -The Mechanics of Unique
|dentification

STRUCTURING THE DATA ELEMENTS FOR UNIQUE
|DENTIFICATION

This Appendix explains how data elements are currently structured using
semantics and syntax. The concepts of semantics and syntax, which are
used to identify and structure data so it can be read by any AIT device, are
explained. Examples of current structures are presented for ASC MH 10
Data Identifiers (Table 3) and Application Identifiers (Table 4) and ATA
Spec 2000 Text Element Identifiers (Table 5). Since Data Identifiers
(ISO/IEC 15434 Format 06) and Application Identifiers (ISO/IEC 15434
Format 05) are already approved by 1SO, they are compliant with the
collaborative solution. Table 6 represents the changes required to current
ATA Spec 2000 marking/encoding to make them compliant with the
collaborative solution.

Semantics

For the unique identification data elements to be “machine-readable” by
any AIT device, they must be identified by some means such that the
reader device can recognize, through its resident software, what data
element it isreading. This is accomplished by employing the concept of
“semantics’, which is literaly “the meaning of language’. For the
purposes of constructing machine-readable data elements, semantics take
the form of data qualifiers. These data qualifiers** have to define each
data element placed on the item. The serial number identifier is used to
tell the AIT devices whether to derive the unique identifier by using
Construct #1 or Construct #2. Table 2 shows the different data qualifiers
contained within the standards for each of the data elements that are used
for determining unigueness.

% There are three types of data qualifiers being used: Data Identifiers (DIs) (Format 06), Application
Identifiers (Als)(Format 05), and Text Element Identifiers (TEIS). ISO/IEC International Standard 15418,
Information Technology — EAN/UCC Application Identifiers and ASC MH 10 Data ldentifiers and
Maintenance, governs DIs and Als. Air Transport Association (ATA) Common Support Data Dictionary
(CSDD) defines TEIs used in ATA specifications. 1SO/IEC International Standard 15434, Information
Technology — Syntax for High Capacity ADC Media, contains formats for DIs and Als. DaD is preparing
to submit arequest to add TEIsto ISO/IEC 15434,
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Data Element Data | dentifier Application Text Element
(Format 06) I dentifier I dentifier
| SO/IEC 15434 (Format 05)
ISO/IEC 15434 | ATA Spec2000

Enterprise Identifier

CAGE/NCAGE 17V CAG

DUNS 12v DUN
(M ost commonly used)
Serial Number within 188 8004°° SER
Enterprise Identifier
Serial Number within S 21 SEQ
Original Part Number
Original Part Number 1P 01 PNO
Current Part Number 30P 240 PNR

Blank boxes indicate the need for updates to the semantics within the standards
Table 2. Data Qualifiers

Syntax

Once the data elements are identified to the AIT device, the AIT device
needs instructions on how to put the data element fields together to define
the unique identifier. This is caled “syntax”®. High capacity AIT
devices used in unique identification shall conform to ISO/IEC
International Standard 15434, Information Technology — Syntax for High
Capacity ADC® Media This standard defines the manner in which the
data is transferred to the high capacity ADC media from a supplier’s
information system and the manner in which the data is transferred to the
recipient’s information system.  This is crucia to the unique identifier,
since the process of identifying and concatenating the data elements must
be unambiguous.

% This data qualifier is yet to be determined.

% 8004 is the application identifier for the EAN.UCC Global Individual Asset Identifier (GIAI). The
format of the GIAI isthe combination of the EAN.UCC Company Prefix (up to 14 numerical characters)
and an Individual Asset Reference (up to 30 alpha numeric characters), which is assigned by the hol der of
the EAN.UCC Company Prefix.

%" The way words are put together to form constructions, such as phrases and sentences.

% ADC — Automatic Data Capture.
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EXAMPLES OF SEMANTICSAND SYNTAX
CONSTRUCTIONS FOR THE UNIQUE IDENTIFIER

Using ASC MH 10 Data ldentifiers

Table 3 shows an example, using the data from Figure 2, of how the data
elements would have to be encoded with data identifiers on the AIT media
placed on or with the item.

Data Element Data Data Element Encoded Data
|dentifier Value Element on AIT
For mat 06 Media

Enterprise Identifier

DUNS 12v 194532636 12V 194532636
Serial Number within 258 674A 36458 25S674A 36458
Enterprise Identifier
Serial Number within S 10936 S10936
Original Part Number
Original Part Number 1P 4202435 1P4202435
Current Part Number 30P 4202435-01 30P4202435-01

Table 3. Example of the Use of Data I dentifiers
(Format 06 of | SO/IEC 15434)

Recalling that the unique identifier is to be concatenated in the order
Issuing Agency Code/Enterprise Identifier/Original Part Number/Serial
Number for an enterprise that serializes within the part number, the unique
identifier data elements would be encoded as follows using Format 06 for
Data Identifiers of the ISO/IEC 15434 syntax:

[)>R06°512V 194532636°51P4202435° 5510936 R For
Where:
[)> = A three-character compliance indicator

Ry = A Format Trailer Character to indicate the end of a data format
envelope

06 = A format header which indicates Data Identifiers are being used
G5 = A Data Element Separator used between data fields

12V = Data Identifier for DUNS code

194532636 = DUNS Code

17
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1P = Data Identifier for part number assigned by supplier (Original)
4202435 = Original part number
S = Dataldentifier for serid number within the original part number

10936 = Serial number within original part number

or = A Message Trailer which identifies the end of the message within

the data stream

When the AIT device reads the data qualifier for the enterprise identifier,
it will have what registration authority (that is, the Issuing Agency Code)
issued the enterprise identifier available in its software. The AIT device
can then attach the Issuing Agency Code (IAC) to the beginning of the

UID concatenation.

“UN".

In this example the IAC for Dun & Bradstreet is

For this example using Format 06 for ASC MH 10 Data Identifiers of
ISO/IEC 15434, the unique identifier output from the AIT device, once the
overhead and syntax are stripped away and the IAC has been added,
would be UN194532636420243510936.

Using Application Identifiers

Table 4 shows an example, using the data from Figure 2, of the use of

application identifiers.

Data Element Application Data Element Encoded Data
Identifier Value Element on AIT
Format 05 Media
Enterprise Identifier
EAN.UCC TBD* 12345 TBD12345
Serialization within 8004% 12345674A36458 | 800412345674A 36458
Enterprise Identifier
Serial Number within 21 10936 2110936
Original Part Number
Original Part Number 01 4202435 014202435
Current Part Number 240 4202435-01 2404202435-01

Table 4. Example of the Use of Application Identifiers
(Format 05 of 1SO/IEC 15434)

# This application identifier has not yet been determined.
% 8004 is the application identifier for the EAN.UCC Global Individual Asset Identifier (GIAI). The
format of the GIALI isthe combination of the EAN.UCC Company Prefix (up to 14 numerical characters)
and an Individual Asset Reference (up to 30 alpha numeric characters), which is assigned by the holder of

the EAN.UCC Company Prefix.
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Recalling that the unique identifier is to be concatenated in the order
Issuing Agency Code/Enterprise Identifier/Original Part Number/Serial
Number for an enterprise that serializes within the original part number,
the unique identifier data elements would be encoded as follows using
Format 05 for Application Identifiers of the ISO/IEC 15434 syntax:

[)>R05°sTBD12345°50142024352°5 2110936 "5 For
Where:
[)> = A three-character compliance indicator

Ry = A Format Trailer Character to indicate the end of a data format
envelope

05 = A format header which indicates Application Identifiers are being
used

S5 = A Data Element Separator used between data fields

TBD = Application Identifier for EAN.UCC code yet to be determined
12345 = EAN.UCC Code

01 = Application Identifier for original part number

4202435 = Original part number

21 = Application ldentifier for serial number within the original part
number

10936 = Serial number within original part number

or = A Message Trailer which identifies the end of the message within
the data stream

When the AIT device reads the data qualifier for the enterprise identifier,
it will have what registration authority (that is, the Issuing Agency Code)
issued the enterprise identifier available in its software. The AIT device
can then attach the Issuing Agency Code (IAC) to the beginning of the
UID concatenation. In thisexamplethe IAC for EAN.UCCis“0".

For this example using Format 05 for Application Identifiers of 1SO/IEC
15434, the unique identifier output from the AIT device, once the
overhead and syntax are stripped away and the IAC has been added,
would be 012345420243510936.

The use of Application Identifiers in the construct of serialization within
the enterprise is different enough to merit an additional example using the
datain Table 4. Recaling that the unique identifier is to be concatenated
in the order Issuing Agency Code/Enterprise Identifier/Serial Number
Within Enterprise, the unique identifier data elements would be encoded
as follows using Format 05 for Application Identifiers of the ISO/IEC
15434 syntax:

[)>R<05°5 800412345674A36458 s For
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Where:
[)> = A three-character compliance indicator

Ry = A Format Trailer Character to indicate the end of a data format
envelope

05 = A format header which indicates Application Identifiers are being
used

S5 = A Data Element Separator used between data fields
8004 = Application Identifier for serialization within the enterprise

12345674A36458 = Serial number within the enterprise, or Global
Individual Asset Identifier, which is composed of the EAN.UCC
Company Prefix (12345) and the Individual Asset Reference (674A36458)

For = A Message Trailer which identifies the end of the message within
the data stream

For this example using Format 05 for Application Identifiers of 1SO/IEC
15434, the unique identifier output from the AIT device, once the
overhead and syntax are stripped away and the IAC has been added,
would be 012345674A 36458.

Using Text Element Identifiers
Table 5 shows an example, using the data from Figure 2, of the use of

TEls.
Data Element TEIS* Data Encoded Data
Element Element on AIT
Value Media
Enterprise Identifier
DUNS DUN 194532636 DUN 194532636
Serial Number within SER 674A 36458 SER 674A36458
Enterprise Identifier
Serial Number within SEQ 10936 SEQ 10936
Original Part Number
Original Part Number PNO 4202435 PNO 4202435
Current Part Number PNR 4202435-01 PNR 4202435-01

Table 5. Example of theUse of TEIs
(Chapter 9, ATA Spec 2000%%)

3L All TEIs are four charactersin length, consisting of three letters followed by a space.
3 ATA Spec 2000, Integrated Data Processing Materials Management, Chapter 9, Bar Coding, Revision
2002.1.
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Recalling that the unique identifier is to be concatenated in the order
Issuing Agency Code/Enterprise Identifier/Serial  Number Within
Enterprise for an enterprise that serializes within the enterprise, the unique
identifier data elements would be encoded as follows using TEIs of ATA
Spec 2000:

DUN 194532636/SER 674A 36458
Where:
DUN = TEI for DUNS code
194532636 = DUNS code
| = Field separator
SER = TEI for Serial number within enterprise identifier
674A 36458 = Serial number within enterprise identifier

When the AIT device reads the data qualifier for the enterprise identifier, it
will have what registration authority (that is, the Issuing Agency Code)
issued the enterprise identifier available in its software. The AIT device can
then attach the Issuing Agency Code (IAC) to the beginning of the UID
concatenation. In thisexamplethe IAC for Dun & Bradstreet is“UN”.

For this example using TEls of ATA Spec 2000, the unique identifier output
from the AIT device, once the overhead and syntax are stripped away and
the IAC has been added, would be UN194532636674A36458.

The Collaborative AIT Solution

The Department, along with its industry and international partners, clearly
prefers use of constructs described in ISO/IEC 15434 to achieve
interoperability in business intelligence. However, this requires 1SO
approval to add a new format to ISO/IEC 15434 for those ATA Spec 2000
Text Element Identifiers (TEISs) used in UID. The Department values the
formal 1SO approval process and is preparing to submit a proposa to
ISO/IEC JTC1/SC 31 seeking approval of a new format for the TEI
addition. That approval process is lengthy, and, in the interim, a
collaborative solution is necessary to create a near-term interoperable
environment for UID enhancements to business intelligence to support
coalition operations. This solution uses the structure of ISO/IEC 15434 as
the UID syntax standard and the business rulesin Appendix A. If approved,
the new format shall be used and replace the interim “DD” format described
in this guidance. Consideration and decisions on marking approaches
should carefully weigh any impacts to changing from the “DD” format to an
approved future format against any associated costs and strategic near term
marking requirements. 1SO/IEC 15434 is and will be the Department’s
preferred approach on all new solicitations. The use of the collaborative

% All TEIsare four charactersin length, consisting of three |etters followed by a space.
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solution format as described below should strictly be considered an interim
approach.

Using Text Element Identifiersin the
Collaborative Solution

Table 6 shows an example, using the data from Figure 2, of the use of TEls
in the collaborative solution.

Data Element TEIs* Data Encoded Data
Element Element on AIT
Value Media

Enterprise Identifier

DUNS DUN 194532636 DUN 194532636
Serial Number within SER 674A 36458 SER 674A36458
Enterprise Identifier
Serial Number within SEQ 10937 SEQ 10937
Original Part Number
Original Part Number PNO 4202435 PNO 4202435
Current Part Number PNR 4202435-01 PNR 4202435-01

Table 6. Example of the Use of TEIsin the Collabor ative Solution

Recalling that the unique identifier is to be concatenated in the order
Issuing Agency Code/Enterprise Identifier/Part Number/Serial Number for
an enterprise that serializes within the part number, the unique identifier
data elements would be encoded as follows using an interim, DoD-
specific, Format DD (see note below) for TEls utilizing the 1SO/IEC
15434 syntax:

[)>R<DDCsDUN 194532636°sPNO 4202435°sSEQ 109367 For
Where:
[)> = A three-character compliance indicator

Ry = A Format Trailer Character to indicate the end of a data format
envelope

DD = A gpecid, interim DoD-specific format header, which indicates
TEIs are being used in the collaborative solution

S5 = A Data Element Separator used between data fields
DUN = TEI for DUNS code

% All TEIsare four charactersin length, consisting of three letters followed by a space.
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195432636 = DUNS Code

PNO_ =TEl for original part number

4202435 = Original part number

SEQ = TEI for serial number within the original part number
10936 = Serial number within original part number

For = A Message Trailer which identifies the end of the message within
the data stream

When the AIT device reads the data qualifier for the enterprise identifier,
it will have what registration authority (that is, the Issuing Agency Code)
issued the enterprise identifier available in its software. The AIT device
can then attach the Issuing Agency Code (IAC) to the beginning of the
UID concatenation. In this example the IAC for Dun & Bradstreet is
“UN”.

For this example using Format DD for TEIls using the 1SO/IEC 15434
syntax, the unique identifier output from the AIT device, once the
overhead and syntax are stripped away and the IAC has been added,
would be UN195432636420243510936.

Note: 1SO/IEC 15434, Syntax for High Capacity ADC Media, specifies a
two-digit format header. Numbers 01- 09 and 11 are assigned. Numbers
00, 10 and numbers 12-99 are reserved for future use. This means that a
format header for text element identifiers of the collaborative solution
cannot be assigned a two-digit number without SC 31 approval, since al
two digit numbers have been reserved. In the interim, to enable the
collaborative solution utilizing the ISO/IEC 15434 syntax, the Department
will use a specia, interim DoD-specific format header, designated as
“DD”, to indicate TEIls are being used in the collaborative solution.
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Draft Agenda

Unique Identification (UID)/Defense L ogistics Management System (DLM S)

Migration Workshop
Holiday Inn Fairfax-Fair Oaks Mall

Day One, March 9" — Theme “ Getting Started’

Time
0830 — 0845

0845 - 0900
0900 — 0930
0930 — 1000
1000 — 1030
1030 — 1045
1045-1110
1110-1130
1130 -1200
1200 - 1300
1300 - 1315
1315 - 1445
1445 — 1500
1500 — 1600
1600 — 1630

Topic

Welcome/Administrative Remarks

Workshop Goals & Agenda
Keynote Address

UID Introduction

WAWEF (aUID enabler)
Break

AIT (aUID enabler)

DLMS (aUID enabler)
Work Groups Kick Off
Lunch

Work Groups Move To Rooms
1% Work Group Session
Break

Work Group Status Reports
Open Discussion/Wrap-Up

Day Two, March 10" — Theme“Kicking The Can”

Time
0830 — 0900

0900 — 1030
1030 — 1045
1045 - 1200
1200 - 1300
1300 — 1400
1400 — 1415
1415-1515
1515 - 1600
1600 — 1630

Topic
Day Two Objectives

2" Work Group Session
Break

Work Group Status Reports
Lunch

3" Work Group Session
Break

Work Group Out Briefs

Draft UID Log Implementation Roadmap

Open Discussion/Wrap-Up

Presenter
DLMSO

osD

OosD

osD
WAWF PM
All

AIT
DLMSO
DLMSO
All

All

All

All

Group Leads
DLMSO

Presenter
DLMSO

All

All

Group Leads
All

All

All

Group Leads
0OSsD
DLMSO
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Draft Summary of Workshop Game Plan
Unique Identification (Ul D)/Defense L ogistics M anagement System (DLM S)
Migration Workshop
Holiday Inn Fairfax-Fair Oaks Conference Center

March 9, 2004 Morning
Welcome/Administrativeremarks: 15 Minutes 0830 — 0845

Welcome, show of hands from different organizations (we'll know from the registration
which organization are attending and there will be too many attending to go around the room),
restroom locations, incoming phone calls, cell phones off, lunch, when you have questions
identify yourself, your organization, and speak up so everyone can hear. At the time of
registration we provided the opportunity to identify questions and issues, we' ve taken those and

to the extent possible incorporated responses in the presentations, importance of staying on
schedule.

Workshop Goals & Agenda: 15 Minutes 0845 — 0900

Ms. Sumpter, OSD, will have a dide that identifies the goals of the workshop and Mr.
Estevez will have a dide that covers the agenda that has been structured to meet those goal's, and
he will introduce Mr. Berkson DUSD(L&MR).

Keynote Address: 30 Minutes 0900 — 0930

High level upbeat address dealing with transformation of DoD business processes to
better support the Warfighter, weaving in the UID as one of those key transformation initiatives.

UID Introduction: 30 Minutes 0930 - 1000

A brief that will cover what it is (how it is constructed), who, marks, what the policy is,
UID registry, how it will initially be used (capture acquisition price for inventory valuation).

WAWF (a UID enabler): 30 Minutes 1000 — 1030

A briefing describing the WAWF UID data capture flows from Vendor deliveries,
interface with logistics and financial systems and update of the UID birth record repository.

AlIT (aUID enabler): 25Minutes 1045-1110

A briefing on the available AIT technologies and how each can contribute to UID data
capture and support the incorporation of the UID into business process.

DLMS (aUID enabler): 20 Minutes 1110-1130

A briefing on the DLMS, what they are, key aspects of the End MILS memo, and how
the DLM S will support the incorporation of the UID into business processes across the supply
chain.
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Draft Summary of Workshop Game Plan
Unique Identification (Ul D)/Defense L ogistics M anagement System (DLM S)
Migration Workshop
Holiday Inn Fairfax-Fair Oaks Conference Center

Work Group Kick Off: 30 Minutes 1130-1200

A presentation that will layout the details for the rest of the workshop. At the time of
registration the registrants we asked to identify the one workshop that they would attend. There
will be six workshops run concurrently. Track 1 UID Business Rules development will be
composed of the following 5 functionally oriented workshops. All five of these UID focused
workshops will have the same goals and deliverables, the only difference being the functional
business area of concentration identified below.

- Asset/Customer /Supplier Management

Maintenance Management/Operations
Distribution Management/Operations
Transportation Management/Operations
Financial Management/Operations
Each functlonal area workshop will have three work sessions, each building upon the previous.

The Track 2 workshop session will deal with the DL M S Migr ation subject and the DoD
Component plans. This workshop will also have three work sessions each building on the
previous session.

The goals and deliverables of each session will be discussed. Each workshop session
leader and assistant will be introduced. The name tags that are provided as the registrants enter
in the morning will be color coded and match in color those of the workshop session leader and
assistant. The workshop participants will be dismissed for lunch and requested to report back to
the same place at 1300, at which time the workshop session leaders will lead them to their
respective breakout session room assignments.

March 9, 2004 Afternoon
Track 1. UID Functional Business Area Work Group Sessions

Session 1: Business Uses of UID 90 minutes 1315-1445

During this session each UID functional work group will work on the beginning bucket
of UID idess that have been assembled from the registration inputs. The work groups will
discuss the proposed uses of the UID in the business processes of their function of interest. The
group will add or delete items as they feel necessary. The group will park items for another
group if they believe that the UID use is more appropriate to one of the other groups. At the end
of this 90 minute period the group should have a bucket of UID process uses that they believe are
worth consideration.

Work Group Status Reports 60 minutes 1500-1600

Each of the UID functiona work groups will provide a short 10 minute presentation of
the results of thelr first look at UID possibility in their functional area.  There will be a set of
standard formatted charts for each group to fill in for the status report brief. If thereisa
registrant volunteer to provide status brief they will; otherwise the group lead will present.
Everyone will participate in this status reporting session. There will be no status report from the
DLMS migration work group.
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Unique Identification (Ul D)/Defense L ogistics M anagement System (DLM S)
Migration Workshop
Holiday Inn Fairfax-Fair Oaks Conference Center

Track 22 DLMSMigration

Session 1. Understanding The Task 90 minutes 1315-1445

The overall purpose of this opening session isto provide a common understanding of the
task and identify DLM SO and DAASC support resources that are available to assist the
Components. The DLA Business Systems Modernization PM will present a briefing of their
approach to challenge of modernization using a COTS solution and the DLM S and lessons
learned. The DLA Distribution Standard System Central Design Activity will brief on their
recent transitionof amgjor legacy MIL S based system to the DLMS and the lessons learned and
recommendations.

DLMSO Migration Brief 30 minutes 1315-1345

BSM PM DLM SBrief 30 minutes 1345-1415

DSS L egacy Brief 30 minutes 1415-1455
Work Group Status Reports 60 minutes 1500-1600

Each of the UID functional work groups will provide a short 10 minute presentation of
results of their first look at UID possibility in their functional area. There will be a set of
standard formatted charts for each group to fill in for the status report brief. If thereisa
registrant volunteer to provide status brief they will, otherwise the group lead will present.
Everyone will participate in this status reporting session. There will be no status report from the
DLMS migration work group.

Open Discussion/Wrap-up 30 minutes 1600-1630

Recap of the day. Cover any action items taken, answer any questions, and compliment
the efforts of the workshop participants.
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Draft Summary of Workshop Game Plan
Unique Identification (Ul D)/Defense L ogistics M anagement System (DLM S)
Migration Workshop
Holiday Inn Fairfax-Fair Oaks Conference Center

March 10, 2004 Morning
Track 1. UID Functional Business Area Work Group Sessions

Session 2: Prioritizing Usesof UID 90 minutes 0900-1030

During this session each of the UID functiona area work groups will analyze the
business process uses of the UID that came out of their work in work group session 1. They will
be asked to prioritize them based on perceived benefit, degree of difficulty to accomplish and
identify external dependencies (if the maintenance UID process requires UID information passed
from the distribution process). The final result of this effort will be a series of briefing slides that
will be presented, identifying the top three to five functional business process uses of the UID,
those areas that the group believes should be pursued, and further developed into requirements.

Work Group Status Reports 75 minutes 1045-1200

During this sessioneach UID business process workgroup leader will present a 15 minute
presentation of what the group has identified as the priority opportunities. There will only be 2
to 3 standard dlides that each group will be presenting. The 15 minutes will include discussion
time.

Track 22 DLMSMigration

Session 2: Component Plan Briefs 90 minutes 0900-1030

Each Component will provide a high level 15 minute briefing of their draft DLMS
Migration Plans. Each Component briefing should at a minimum cover; (1) how they plan to
organize and manage the migration process, (2) the technical and functional approach, (3) the
major actions and milestones, and (4) their approach to minimizing the risks and costs associated
with the migration. The objective of this session is to share information across the Department
and look for opportunities for mutual support.

Session 2: Continue Plan Briefs 75 minutes 1045-1200

This isa continuation of session 2 for the DLMS Migration Work Group. The
participants in the DLMS Migration Work Group will stay in their breakout room after the break
and continue with the Component briefings. They will not participate in the status report session
with the UID Functional work groups. The objective of this session is to continue sharing the
component draft migration plans.

March 10, 2004 Afternoon

Track 1. UID Functional Business Area Work Group Sessions

Session 3: Next Steps 60 minutes 1300-1400

Each group will get a 10 minute presentation of the process for submitting business
process changes covered under DLMSO. The groups will each review a generic IPT charter for
their functional area focused on the further development of the ideas the identified as fruitful in
session 2. Component volunteers (individuals or organizations) will be sought to lead and
participate in the IPTs to flush out the details of the business processes and interface
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Unique Identification (Ul D)/Defense L ogistics M anagement System (DLM S)
Migration Workshop
Holiday Inn Fairfax-Fair Oaks Conference Center

requirements An overall Concept of Operations to insure integration across the supply chain
will be discussed and the group’ s thoughts and recommendations will be recorded.

Work Group Status Reports 60 minutes 1415-1515

Each work group leader will give a 10 minute out brief of their conclusions and
recommendations that came out of work group session 3. Goal isto arrive at some consensus on
how to proceed following the workshop.

Track 22 DLMSMigration

Session 3: Issues Concerns 60 minutes 1300-1400

This session will be devoted to discussion of issues and answering questions. The
session will cover the types of assistance that the Components can expect from DLM SO and
DAASC. The DAASC maps will be shown and how they can be used to aid in the migration
process. There will be a discussion on the merits of establishing a standing DLMS Migration
Support Group to share information and provide assistance across the community. Assuming the
Components see a benefit to establishing such a group, discussion will move on to -- who would
lead, how often to meet, agenda setting, etc.

Work Group Status Reports 60 minutes 1415-1515

Each UID functiona work group leader will give a 10 minute out brief of their
conclusions and recommendations that came out of work group session 3. Goal isto arrive at
some consensus on how to proceed following the workshop. The DLMS migration group will
participate in these out briefs. There will be utility to the DLMS migration workgroup in hearing
what the functional groups believe are business process uses of the UID that should be pursued.
One of the tasks of Mr. Wynne's December 22, 2003 memorandum was to “Identify internal
file/database structures that would likely need to be modified to add UID once the business
process rules are hammered out.” The out briefs of UID functiona work groups will be helpful
in pointing to those processes and supporting databases/file structures that may be affected. The
DLMS Migration workshop session leader will also provide a 10 minute presentation on the
overdl state of the migration plans and the key issues/concerns that still need to be addressed.

Draft UID Log Implementation Roadmap 45 Minutes 1515 -1600

A discussion of the roadmap for moving forward after the workshop, the establishment of
standing functional group IPTs, volunteer leads, relationship to the IPTs to the UIT and other
governance groups, the need and interest in setting up an advisory group to assist in the
development of logistics UID policy (how to apply, how to mark inventory items, etc.)

Open Discussion/Wrap-Up 30 Minutes 1600 — 1630

Genera wrap-up, what will be posted to the Web site and when, action items taken,
workshop conclusions and successes.
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