
Securities Industry Assoclatlon 

1401 Eye Street, NW l Washington. DC 20005-2225 l (202) 2969410, Fax (202) 29&9775i 

Via Electronic Mail and U.S. Mail 

May 1,2002 

Regulations and Legislation Division 
Chief Counsel’s Office 
Office of Thrift Supervision 
1700 G Street, NW 
Washington, DC 220552 

Attention: Study on GLBA Information Sharing 

Ladies and Gentlemen: 

The Securities Industry Association (“SIA”)’ appreciates the opportunity to 
comment on the study of information sharing practices among financial institutions 
and their affiliates being conducted by the Secretary of the Treasury, the federal 
functional regulatory agencies and the Federal Trade Commission. This study was 
required as part of the financial privacy provisions included in the Gramm-Leach- 
Bliley Act (“GLBA”). We commend the agencies for undertaking this important 
study of information practices under the framework established by the GLBA and 
for providing the industry an opportunity to express its views. 

The securities industry has long recognized the importance of protecting 
customer information and supported the GLBA privacy requirements. GLBA 
highlights the financial services industry’s obligation to respect the privacy of 

1 The SL4 brings together the shared interests of nearly 700 securities fms to accomplish common goals. 
SJA member fums (including investment banks, brokers-dealers and mutual fond companies) are active in all U.S. 
and foreign markets and in all phases of corporate and public fmance. The U.S. securities industry manages the 
accounts of nearly 80 million investors directly and indirectly through corporate, thrift and pension plans. The 
industry generates $358 billion of revenue and employs approximately 760,000 individuals. (h4ore information 
about the SL4 is available on its home page: lmp://www.sia.com.) 
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customers and to protect the security and confidentiality of customers’ nonpublic 
personal information. 

SIA is pleased to take part in this important study. In responding to the 
study, we have first set out our general comments below. Next, we have provided 
in the attachment answers to the specific questions in the study. 

l General Comments 

The GLBA requirements have pushed the financial services industry to the 
forefront on privacy by providing consumers with the information to make the 
choices that are best for them. GLBA gives very broad coverage to consumers -- 
protecting any nonpublic, personally identifiable information that is either 
provided by a consumer to obtain a financial product or service, results from 
transactions involving a financial product or service, or is otherwise obtained by a 
financial institution in connection with providing a financial product or service. 
GLBA requires more than issuing a privacy notice. In addition to the notice and 
opt-out requirements, GLBA imposes restrictions on the reuse and redisclosure of 
personal data, requires measures designed to protect the security, confidentiality, 
and integrity of personal information, and makes it a federal crime to obtain 
financial customer information under false pretenses. 

As a result, consumers now know, either through notices received 
personally, through the mail, or from policies posted on Websites, what financial 
institutions do with the information they provide. Consumers know what 
information about them is collected, where it comes from, and to whom it is given. 
Consumers have also benefited from the requirements imposed by GLBA upon 
financial institutions. To comply with GLBA, financial institutions evaluated their 
information control procedures, account applications, Web-based systems, web 
screens and vendor management practices. Firms now have a more complete 
understanding of how customer information is used throughout their organizations. 

In passing GLBA, Congress chose the right balance between the privacy 
onto 

serve the needs of their customers. Financial institutions have more restrictions on 
their use of customer information than any other industry. GLBA’s notice 
provisions have empowered customers because they now know how their 
information is being used and they have the final say, including taking their 
business elsewhere. 
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We believe, going forward, that the efforts of regulators and legislators 
should be directed at harmonizing the different federal laws, such as GLBA and 
the Fair Credit Reporting Act, and the myriad problems caused by federal and state 
law imposing varying requirements. Indeed, 50 different sets of state laws, and 
additional federal legislation, will likely create inconsistent and confusing statutory 
requirements -with no additional benefits for consumers. 

We appreciate the opportunity to comment on the privacy study. If you wish 
to receive additional information related to our specific comments or our responses 
in the attachment, please feel free to contact the undersigned. 

Sincerely, 

Alan E. Sorcher 
Vice President and 
Associate General Counsel 
Securities Industry Association 
(202) 296-9410 

Attachment 
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The Securities Industry Association’s Specific Responses 
To Treasury’s Study on Information Sharing Practices 

The Securities Industry Association sets out below its specific responses to 
the questions in Treasury’s study. We have identified with the number and letter 
of the question to which the response relates. For ease of reference, we have 
restated Treasury’s questions in italics. 

1. Purposes for the sharing of confidential customer information with affiliates 
or with nonaffiliated thirdparties: 

a What types of information dofinancial institutions share with affiliates? 

Broker-dealers may share information about a customer with an affiliate, 
such as name, address, Social Security number, account balance information, type 
of account, securities bought and sold, debit, credit card and checking transactions, 
and fund transfers. Such information is shared for a variety of reasons, including 
for anti-fraud purposes and institutional risk control. 

b. What types of information dojinancial institutions share with 
nonaffiliated thirdparties? 

Information such as names, addresses, social security numbers and number 
of shares owned in a particular company may be shared with external service 
providers in order to support and administer the financial products and services 
that broker-dealers offer to customers. Only information that is needed by the 
nonaffiliated third party to perform its specified functions is shared with that third 
party. For example, firms may use external service providers in connection with 
the preparation of account statements and the sending to customers of various 

third party transfer agent or other third party vendor to facilitate a customer 
transferring stock to another account or to another firm. 

Sharing of information with nonaffiliated third parties also may be required 
to comply with various laws or regulations. For example, to comply with 






















